T: Konfiguracja interfejsu sieciowego.

Cel ogolny lekcji: nauczy¢ si¢ konfiguracji interfejséw sieciowych w systemie Linux oraz zapoznanie si¢
z poleceniami pozwalajacymi na wyswietlanie informacji o interfejsach sieciowych, wymienienie dostepnych
interfejsow sieciowych w systemie Linux, konfiguracje interfejsu sieciowego w trybie tekstowym oraz

odwzorowanie nazwy na adres IP.

Cele szczegdtowe lekcji:

1. Zrozumienie, jak wyswietla¢ informacje o interfejsach sieciowych w systemie Linux.
Poznanie sposobu wymieniania dostepnych interfejsoéw sieciowych w systemie Linux.
Nauczenie si¢ konfiguracji interfejsu sieciowego w trybie tekstowym.

Zrozumienie, jak odwzorowac¢ nazwg¢ na adres IP.

Zdobycie wiedzy na temat konfiguracji statycznego adresu IP.

Poznanie sposobu wys$wietlania informacji o interfejsach sieciowych oraz ustawien karty.

Zrozumienie, jak wyswietla¢ domys$lng brame (adres rutera) dla interfejsow sieciowych serwera.

® N kWD

Zapoznanie si¢ z poleceniami inicjujacymi restart systemu i logowania.

Podczas wykonywania ponizszych zadan w zeszycie w sprawozdaniu
1. podaj i wyjasnij polecenia, ktore uzyjesz, aby:
o wyswietli¢ informacje o interfejsach sieciowych,
e wymieni¢ dostepne interfejsy sieciowe w systemie Linux,
e skonfigurowac interfejs sieciowy w trybie tekstowym,
e odwzorowac¢ nazwe na adres IP.
2. podaj odpowiedzi na pytania zadane w tresci zadan.
Przed przystapieniem do ¢wiczenia sprawdz czy ustawienie maszyny wirtualnej pozwala na dostep do
Internetu, jezeli ustawienia sg niezgodne wykonaj konfiguracje pierwszej i drugiej karty sieciowej wedtug

instrukcji, a nastepnie uruchom Ubuntu. Zalecane ustawienia maszyny z Ubuntu serwer 24.04

Adapter 1

Sied

Karta 1 Karta 2 Karta 3 Karta 4
L
Wiacz karte siedowa

Podiaczona do: | MAT

Nazwa: W Zmawansowane Kabel podigczony
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Adapter 2

Sied

Karta 1 Karta 2 Karta 3 Karta 4
L

Wiacz karte sieciows

Podlaczona do: | Sied wewnetrzna

Nazwa: ||n1r|et W Taawansowane [ Kabel podtaczony

Wstep - powtorka z metod logowania
Po uruchomieniu Ubuntu poda;j kolejno:
login: ubuntu password: ubuntu zalogowanie do ubuntu
sudo -s password: ubuntu - logowanie z podniesionymi uprawnieniami
exit - zamkniecie
logout - wylogowanmie
login: root password: 1234 - zalogowanie bezposrednio do roota
Jhuntu 20.04 LTS ubuntusry ttyl
login: ubuntu

delcome to Ubuntu 20.04 LTS

Last lﬂ“lH Thu

ubuntudubuntusry: ™% logout_

login: root

delcome to Ubunto 20.04 LTS (GWNUALinux S5.4.0-26-generic :

:u:I_Jnu-'rlT ation: http :1p . ubuntu. com
Hll'Fll om

more Tth a week old,

oot @ubuntusry:
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Zadanie 1 Okreslenie nazwy hosta
a) Wpisz przyktad dla zmiany nazwy hosta za pomocg polecenia (wykonaj restart).
Wyswietlenie nazwy biezacej
root@ubuntusrv:~# hostname
Zmiana nazwy
root@ubuntusrv:~# hostname rol

root@ubuntusrv:~# hostname

~oot@ubuntusry: ™# hostname
BN !
o0t LNt

~ootEubuntus
0l
oot Eubuntusew: ™

b) Zmien nazwe hosta na state.
root@ubuntusrv:~# hostnamectl set-hostname rol
Wyswietlenie parametrow hosta

root(@ubuntusrv:~# hostnamectl

namectl set-hostname dlp
namectl

uali
in

(zgtoszenie) 1
Whpisz init 6 - poziom uruchomienia restart

dlp login: root

Fassword:
Welcome to Ubuntu 20,04 LTS (GMUALInu® 5.4.0-26-generic «B6_64)

Zarzadzanie konfiguracja sieci w systemie Linux

Backend (silnik lub warstwa wykonawcza) w kontekscie Netplan oznacza mechanizm (ustuge), ktory
faktycznie zarzadza konfiguracjg sieci w systemie Linux. Netplan jest tylko ,,warstwa deklaratywng” —
zapisujesz konfiguracje w pliku YAML, a Netplan przekazuje ja do backendu, ktory ja realizuje.

Jak to dziala w Ubuntu 24.04:

o NetworkManager — uzywany gtownie w wersji Desktop. To menedzer sieci z interfejsem graficznym 1
narzedziem nmcli. Obstuguje Wi-Fi, VPN, Ethernet, zarzadzanie profilami.

o systemd-networkd — uzywany w wersji Server. To lekki komponent systemd, ktory zarzadza
konfiguracja sieci w srodowiskach serwerowych (bez GUI). Jest prostszy i bardziej wydajny w serwerach.

Dlaczego dwa backendy?
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o Desktop potrzebuje bardziej rozbudowanego narzedzia (NetworkManager) do obstugi roznych typow
potaczen i GUI.

o Server stawia na minimalizm i stabilno$¢, wigc uzywa systemd-networkd.

Jak sprawdzi¢ aktywny backend w Ubuntu 24.04?

1. Sprawdz plik Netplan (deklaracja):

cat /etc/netplan/*.yaml

Szukaj:

renderer: NetworkManager

lub

renderer: networkd # Server

2. Sprawdz, czy dziata NetworkManager:

systemctl is-active NetworkManager

Jesli wynik to active, to NetworkManager jest uruchomiony.

3. Sprawdz, czy dziata systemd-networkd:

systemctl is-active systemd-networkd

Jesli active, to ten backend jest uzywany.

4. Sprawdz status obu usthug:

systemctl status NetworkManager

systemctl status systemd-network

5. Dodatkowo:

o Na Desktop zwykle aktywny jest NetworkManager, a systemd-networkd jest wylaczony.
o Na Server odwrotnie: aktywny jest systemd-networkd, a NetworkManager nie jest zainstalowany lub jest
wylaczony.

Tabela porownawcza backendow Netplan w Ubuntu 24.04:

Cecha NetworkManager (Desktop) systemd-networkd (Server)
Srodowiska graficzne, laptopy, stacje

Zastosowanie Serwery, minimalne instalacje
robocze

Obstluga Wi-Fi Tak (GUI + nmcli) X Nie

Obstuga VPN Tak X Nie

Interfejs graficzny Tak (nm-applet, GUI) X Brak

Konfiguracja
renderer: NetworkManager renderer: networkd

Netplan

Usluga systemowa  NetworkManager.service systemd-networkd.service
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Cecha NetworkManager (Desktop) systemd-networkd (Server)

sudo systemctl restart systemd-
Restart sieci sudo systemctl restart NetworkManager
networkd

Narzedzia CLI nmcli, nmtui networkctl
Zarzadzanie DNS Przez NetworkManager + systemd-resolved Przez systemd-resolved
Z1ozonos¢ Wicksza (wiele funkcji, GUI) Mniejsza (proste, szybkie)
Zalety i wady
NetworkManager
Zalety:

e Obstuga Wi-Fi, VPN, mobilnych modemow.

e Integracja z GUI (tatwa konfiguracja dla uzytkownikow).

e Narzedzia nmcli i nmtui do zarzadzania w terminalu.

e Dobre dla laptopéw i desktopow.
Wady:

e Wigksza zlozonos¢, wiecej zaleznosci.

e Niepotrzebny w srodowiskach serwerowych (nadmiar funkc;ji).

e Moze kolidowa¢ z r¢cznymi konfiguracjami w plikach.
systemd-networkd
Zalety:

e Lekki, szybki, idealny dla serwerow.

e Prosta konfiguracja, brak zbednych ustug.

o Stabilno$¢ w §rodowiskach produkcyjnych.
Wady:

e Brak obstugi Wi-Fii VPN.

e Brak GUI — tylko konfiguracja tekstowa.

e Mnigj intuicyjny dla poczatkujacych.

(zgtoszenie) 2.1
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Zadanie 2 Ustawienie statycznego adresu [P
Zapisz w zeszycie co si¢ stato po wykonaniu polecen. Wpisz kolejno polecenia.
1. Za pomoca polecenia ifconfig -a lub ip a ustal dostepne interfejsy sieciowe. Sprawdz jakie masz
numery interfejséw, u mnie to enp0s3 i enp0s8
i?ﬁtﬁ f

collisic

mt
{Ether

collisions 0

Zwrd¢ uwagge na ilos¢ niebieskich kropek
Dwie - karta z interfejsem podtaczona do Sie¢ wewnetrzna

Jedna - karta z interfejsem podtaczona do NAT - z niego jest dostep do Internetu

Karta 1 Karta 2 Karta 3 Karta 4 Karta 1 Karta 2 Karta 3 Karta 4
Podtaczona do: | Sied wewnetrzna Podiaczona do: | MAT
Mazwa: [EEEEE:::::::: Mazwa
W Zaawansowane W Zaawansowane
Typ karty: |Intel PRO1000 Typ ka Intel PRO/1000
Tryb nastuchiwania: | Odmawiaj Tryb nastuchiwania: | Cdmawiai
®® jdres MAC: |0800275904EE § Adres MAC: |080027BEDS2E

Szablony Netplan w pakietach instalacyjnych znajdujg sie w:
Dokumentacja i1 przyktady:

man netplan

lub:

/usr/share/doc/netplan/examples/

Gdzie sa wzorcowe pliki Netplan w Ubuntu 24.04?

Gltowna lokalizacja:

/etc/netplan/

To katalog, w ktérym znajduja si¢ wszystkie aktywne pliki YAML dla Netplan.
Typowe pliki:

Ubuntu Desktop:
/etc/netplan/01-network-manager-all.yaml

Ubuntu Server:
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/etc/netplan/00-installer-config.yaml
Cloud-init (VM, chmura):
/etc/netplan/50-cloud-init.yaml
Dlaczego 50-cloud-init.yaml?
e Tworzony przez cloud-init przy pierwszym uruchomieniu systemu (np. w chmurze, VM).
e Moze nadpisywac konfiguracje przy kolejnych restartach, jesli cloud-init jest aktywny.
o Nie zaleca si¢ edytowania tego pliku, bo cloud-init moze go przywrdcic.
2. Wylacz cloud-init (jesli niepotrzebny)
sudo touch /etc/cloud/cloud-init.disabled
Po tym mozesz bezpiecznie uzywac wtasnych plikow np. 01-netcfg.yaml.
3. Sprawdz aktualne pliki Netplan
Is /etc/netplan/
cat /etc/netplan/*.yaml
Typowe pliki:
e 50-cloud-init.yaml — utworzony przez cloud-init (moze nadpisywac¢ konfiguracje).
e 00-installer-config.yaml lub 01-network-manager-all.yaml — pliki instalatora.
4. Otworz plik nano /etc/netplan/50-cloud-init.yaml opisuje interfejsy sieciowe dostepne w systemie i jak je
aktywowac. Pamigtaj twoje interfejsy mogg mie¢ inny numer.
Zapisz ten plik jako /etc/netplan/00-installer-config.yaml plik z niZszym numerem, ma wyzszy
priorytet.
5. Ustaw adres IP dla Ubuntu (na Adapter 2 na statyczny).
Otworz plik, ktory opisuje interfejsy sieciowe nano /etc/netplan/0 tabulator - nazwa pliku zostanie
uzupetniona do postaci *.yaml
Pozostaw zalecane wpisy w tym pliku jak ponizej, pamigtajac, ze mozesz mie€ inny interfejs nie enp0s8
Plik *.yaml posiada dos¢ wybredng sktadni¢. Nalezy uwaza¢, aby WSZYSTKO bylo wpisane poprawnie.
W przeciwnym wypadku interfejs NIE ZADZIALA. Proszg si¢ pilnowa¢, aby NIE POMIJAC znakéw ani
NIE PRZEPISYWAC WSZYSTKIEGO NA SLEPO, ma byé doktadnie literka pod literka, znak pod
znakiem, spacja pod spacja.
Poprawna wersja (Server — renderer: networkd)
Jesli zostawiasz DHCP na NAT (enp0s3), usun tras¢ z enp0s8:
network:
version: 2
renderer: networkd
ethernets:

enp0s3: # NAT — wyjscie do Internetu (DHCP ustawia gateway)
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dhcp4: yes
enpO0s8: # Sie¢ wewnetrzna — tylko adres statyczny
dhcp4: no
addresses:
- 10.0.0.30/24
nameservers:
addresses:

- 8.8.8.8
6. Zastosuj 1 sprawdz:
sudo netplan apply
ip a
7. Wyswietl domys$lng brame (adres rutera) dla interfejsow sieciowych serwera

root@dlp:™# ip route show default

default wvia 10.0.2.2 dev enpds1y proto dhcp src 10.0.2.15 metric 100

ip route
W ip route powinna pojawi¢ si¢ domyslna trasa:
default via 10.0.2.2 dev enp0s3 # przyktad dla VirtualBox NAT
8. Ustaw alternatywna: statyczna konfiguracja NAT na enp0s3
Jezeli chcesz statycznie ustawi¢ NAT na enp0s3 (bez DHCP), zdefiniuj adres i gateway na enp0s3, nie na
enp0s8:
network:
version: 2
renderer: networkd
ethernets:
enp0s3: # NAT — statycznie
dhcp4: no
addresses:
- 10.0.2.10/24
routes:
- to: default
via: 10.0.2.2
nameservers:
addresses: [8.8.8.8, 1.1.1.1]

en enp0s8: # Sie¢ wewnetrzna — statycznie
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dhcp4: no
addresses:
- 10.0.0.30/24

Brama domyslna tutaj NIE jest potrzebna (i nie powinna by¢ ustawiana)
Mozesz doda¢ oddzielne trasy specyficzne dla tej podsieci, jesli kiedys beda
9. Zastosowanie 1 restart:
sudo netplan apply
sudo systemctl restart systemd-network
10. Szybkie testy po wdrozeniu
ip route # sprawdz, ze default jest przez enp0s3
ping -c 2 8.8.8.8 # test wyjscia do Internetu (ICMP
Wskazdwki praktyczne
VirtualBox NAT: domy$lna brama to zwykle 10.0.2.2, a DHCP przydziela 10.0.2.x na enp0s3.
Hyper-V NAT (Internal + NAT): brama i adresy zaleza od konfiguracji NAT hosta (czesto 192.168.x.1).
DNS (nameservers) mozesz umiesci¢ na enp0s3 albo zostawi¢ na enp0s8 — zapytania i tak p6jda domyslna
trasg (przez enp0s3). W Ubuntu 24.04 DNS obstuguje systemd-resolved, wigc wskazane jest trzymac
definicje DNS przy interfejsie z wyjsciem do Internetu.

11. Wswietl ustawienia karty

a) ifconfig -a

frame 0

carrier 0

frame 0

carrier 0 collisi

carrier 0 collis

b)ipa
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s UMEMOHN group default glen

b 1o
ferred_lft forever
1 :
alid_Lft for ~red_Lft fo
21, UP,LOMER_UP:> mtu 1500 gdisc fg_codel state UP group default glen 100

Ffeffeff:fef
1 dynamic en

pe
=

eferred_lft fo
T,UP,LOKER_U ntu 1500 gdisc fo_codel state UP group default

ctl.conf

mtu 1500

carrier 0 collisions 0

(Ethernet)
frame O

carrier 0 collisions 0

frame O

carrier 0 collisions 0

14. Sprawdzenie czy ipv6 jest wylaczone za pomocg ip a
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Iroot@Edlo: ™
1: X

11
rred_LTt forewve
P, LOMER_U

rred_lft &
UF, LOWER

(zgtoszenie) 2.2
15.  Wyswietlenie informacji o konfiguracji karty enp0Os8 - ifconfig -a enp0s8

Zanotuj w zeszycie: Dla kazdego wyswietlanego interfejsu polecenie ifconfig dostarcza nastepujacych
informacji:
* nazwa interfejsu (np. “enp0s8”).
* Link encap - protokot wykorzystywany przez interfejs (“Ethernet”, “Local Loopback” lub
“Point-to-Point Protocol”).
* ether - adres sprzetowy interfejsu.
* inet - adres internetowy interfejsu.
* broadcast - adres rozgtoszeniowy.
* netmask - maska dla podsieci.
* informacje okreslajace aktualny san 1 parametry interfejsu:
UP (interfejs jest uruchomiony),
BROADCAST (interfejs przyjmuje wiadomosci rozgloszeniowe),
RUNNING (interfejs dziata)
PROMISC (interfejs przyjmuje wszystkie pakiety),
MULTICAST (interfejs przyjmuje wiadomosci typu multicast).
* informacje statystyczne:
liczba pakietow odebranych (“RX”),
liczba pakietow wystanych (“TX”),
liczba kolizji, informacje o bledach transmisji, faktyczne liczba bajtéw odebranych 1 wystanych za

posrednictwem tego interfejsu.
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* informacje o numerze przerwania i adresie I/O dla tego interfejsu.
(zgltoszenie) 3

16. Wyswietlenie informacji o konfiguracji karty enp0s8 - ip -4 a show enp0s8

17. Jesli potrzebujesz zrestartowac sie¢ od Ubuntu 24.04, wykonaj komendg ip addr flush
i polecenie systemctl jako sekwencj¢ polecen uzywajac &&, podaj dodatkowo nazwe interfejsu, ktoérego
stan chcesz zmieni¢.
ip addr flush enp0s8 & & systemctl restart networking.service

root@dlp:™# Ip addr flush enp0s8 28 systemctl restart network

netwaorkd-dispatcher.service network-online. target
root@dlp:™# ip addr flush enp0sg &2 systemctl restart network-online.target

W Ubuntu 24.04 polecenie systemctl restart networking.service moze nie dziataé, poniewaz ta wersja
systemu korzysta z NetworkManager do zarzadzania siecia, a nie z tradycyjnego skryptu
networking.service. W zwigzku z tym, aby zrestartowac sie¢, nalezy uzy¢ polecenia dotyczacego
NetworkManager. Alternatywne metod restartowania sieci w Ubuntu 24.04:

Metoda 1: Uzycie NetworkManager

sudo systemctl restart NetworkManager.service

Metoda 2: Uzycie nmcli

sudo nmcli networking off

sudo nmcli networking on

Metoda 3: Uzycie ifdown 1 ifup

Jesli cheesz zrestartowac konkretny interfejs sieciowy, mozesz uzy¢ polecen ifdown 1 ifup:

sudo ifdown enp0s8

sudo ifup enp0s8

Metoda 4: Uzycie nmtui

Mozesz rOwniez skorzystac z interaktywnego narzedzia tekstowego NetworkManager:

sudo nmtui

Wyswietl informacje o adresach IPv4 przypisanych do interfejsu sieciowego enp0s8:

FDDt@dlp:w# Ip ”
root@dlp: "

a show enp0s8

18. Jednym poleceniem ifconfig mozna zmienié/ustawi¢ adres IP, maske podsieci i adres rozgloszeniowy
interfejsu (zostang one stracone po restarcie systemu):

ifconfig enp0s8 192.168.42.153 netmask 255.255.255.0 broadcast 192.168.42.255
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L168.42.153 netn "55.2 : st 192.168.42.255

JUPLLOWER_UP: mtu 1 gdisc fog_codel state UP group default glen 100

ope global en

19. Ustaw parametry interfejsu korzystajac z symboli specjalnych takich jak +. W tym przyktadzie, nalezy
doda¢ adres 192.168.0.1 z 255.255.255.0 netmask (/ 24) z normalng emisja

root@dlp:™# ip addr add 192.1 0.1/24 brd + dew eng ]

c fo_codel state UP group default glen 100

(zgtoszenie) 4

22. Utworz pseudointerfejsy. Mozna takze tworzy¢ tzw. pseudointerfejsy (interfejsy logiczne, wirtualne).
Mechanizm ten mozna wykorzysta¢ do przypisania wielu adresow IP do tego samego interfejsu fizycznego.
Interfejsy logiczne sg konfigurowane niezaleznie, mimo 1z dzielg ten sam adres fizyczny.

Aby skonfigurowaé pseudointerfejs, nalezy do nazwy interfejsu fizycznego doda¢ (po dwukropku) numer

porzadkowy interfejsu logicznego

ope global secondary en
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23. Usun pseudointerfejsy stosujac parametr “down” polecenia ifconfig, oraz usun enp0s8:2 ustawione

przez ip

te UMKMOWM €roup default glen 10

mtu 1500 gdisc fg_codel state UP group default glen 100

ic en
fg_codel state DOWW group default glen 1000

ffoffoffaff:ff

ST,UP,LOWER_UP: mtu 3000 gdisc fg_codel state UP group default c

T,UP,LOWER_LUP> mtu gdisc fg_codel state UP group default glen 100

24. Wyczy$¢ 1 zrestartuj interfejs enp0s8:1 1 enp0s8:2 a nastepnie wyswietl konfiguracje tych interfejsow
Krok 1: Wyczysc€ interfejsy
sudo ip a flush dev enp0s8:1
sudo ip a flush dev enp0s8:2
Krok 2: Zrestartuj interfejsy
sudo systemctl restart NetworkManager.service
Krok 3: Wyswietl konfiguracje interfejsow
ip a list enp0s8:1
ip a list enp0s8:2
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25. therpretuj uzyskany efekt polecenia

gdisc nogueue state UNKNOWW mode DEFAULT group default glen

arrier collsns

ET,HUETIEHST,&P,LDHEH_UF} mtu 9000 gdisc fg_codel state UP mode DEFAULT group def

76 brd Ffffffiffiffff

[ I
arrier collsns

,UF,LDHE&_UP} mt& 1500 gdisc fg_codel state UP mode DEFAULT group de

1 brd ff:offoffoftf: ++ ff
dropped ove st
0]
droppe
0

Przyktadowa interpretacja wynikoéw

Interfejs lo (loopback):

Nazwa interfejsu: lo

Flagi: <LOOPBACK,UP,LOWER UP> - interfejs jest w trybie loopback, jest aktywny i dziata.
MTU: 65536 - maksymalna wielko$¢ jednostki transmisji.
Stan: UNKNOWN - stan interfejsu.

Adres sprzgtowy: 00:00:00:00:00:00

Statystyki odbioru (RX):

bytes: 123456789 - liczba odebranych bajtow.
packets: 1234567 - liczba odebranych pakietow.
errors: 0 - liczba bteddéw odbioru.

dropped: 0 - liczba odrzuconych pakietow.
overrun: 0 - liczba przepetien bufora.

mcast: 0 - liczba odebranych pakietoéw multicast.
Statystyki wysytania (TX):

bytes: 123456789 - liczba wystanych bajtow.
packets: 1234567 - liczba wystanych pakietow.
errors: 0 - liczba btgdow wysylania.

dropped: 0 - liczba odrzuconych pakietow.
carrier: 0 - liczba bledow nosnika.

collsns: 0 - liczba kolizji.

Interfejs enp0s3:

Nazwa interfejsu: enp0s3
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Flagi: <BROADCAST ,MULTICAST,UP,LOWER UP> - interfejs obstuguje broadcast i multicast, jest
aktywny i dziata.

MTU: 1500 - maksymalna wielkos¢ jednostki transmisji.

Stan: UP - interfejs jest aktywny.

Adres sprzgtowy: 08:00:27:12:34:56

Statystyki odbioru (RX):

bytes: 987654321 - liczba odebranych bajtow.

packets: 7654321 - liczba odebranych pakietow.

errors: 0 - liczba bteddéw odbioru.

dropped: 0 - liczba odrzuconych pakietow.

overrun: 0 - liczba przepetien bufora.

mcast: 0 - liczba odebranych pakietéw multicast.

Statystyki wysytania (TX):

bytes: 987654321 - liczba wystanych bajtow.

packets: 7654321 - liczba wystanych pakietow.

errors: 0 - liczba bledéw wysytania.

dropped: 0 - liczba odrzuconych pakietow.

carrier: 0 - liczba btedéw nosnika.

collsns: 0 - liczba kolizji.

Podsumowanie

Polecenie ip -s link show dostarcza szczegdtowych informacji o stanie 1 statystykach interfejséw sieciowych,

co jest przydatne do diagnozowania problemow sieciowych oraz monitorowania ruchu sieciowego.

(zgltoszenie) 5
26. Definiowanie serweréw nazw (DNS). Plik /etc/resolv.conf zwykle zawiera adresy IP serwer6w nazw
(nazwa DNS), ktore probuja ttumaczy¢ nazw na adresy dla kazdego dostgpnego w sieci wezta: Sprawdz

wpisy w tym pliku.

root@dlp:-# nano setcoresolv.conf

pozostaw
init 6

uruchom aktualizacje resolvconf i zainstaluj pakiet
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[54.7 kBI

voonf-pull-r lved.path =+ 4

ic unit, rting it.

enabled)

root@dlp: ™% nano Jetcs

4 a7
[

LI

onf —-enable-updates
conf -u

Sprawdz, wyswietlajac zawarto$¢ pliku resolv.conf.
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rootEdlp:™ LS ' Ly, cont
# Dynamic r ant (5] +11H an “lth rPEﬂlnHr generated by resolvcont(d)
DH HHT EDIT TH ) YOLR . WILL BE OWERWRITTERM

< about the actual nameservers.

root@dlp: ™% _

Jesli checesz zmieni¢ lub doda¢ inne adresy IP serwera nazw, zmien gtowy ponownie plik i uruchomié
aktualizacj¢ resolvconf. resolvconf -u

(zgloszenie) 6

27. Wiacz/wylacz interfejs sieciowy za pomocg polecenia nmcli

nmcli to narzedzie wiersza polecen, ktore jest uzywane jako zamiennik dla innych klientow graficznych lub

nm-aplet. Korzystajac z narzedzia nmcli, mozesz wyswietlac, tworzy¢, aktualizowac, usuwac, aktywowac

1 dezaktywowac potaczenia sieciowe systemu. Za pomocg tego polecenia mozesz réwniez wyswietlac

i kontrolowa¢ stan wszystkich urzadzen sieciowych. Polecenie nmcli wyswietla ,,nazwe profilu” zamiast

nazwy urzadzenia. Aby wyswietli¢ informacje o karcie sieciowej, wykonaj ponizsze polecenie na terminalu:
root@dlp:™# nmcli con show

Command 'nmcli' not found, hut can be installed with:

ion 1. , ar
on 1. 1ubuntul

all netw
all netw

=
e

‘snap info network-manager' for additional versions.

root@dlp:™% apt install network-manager Do '{IIIJ |||.—n|T T|:| |: ant 1r||u- ["-.-"..-"r|] Y

FDDt@dlE:L# apt -y install network-manager

oot@dlp: ™ nmcli con show
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root@dlp:™# Hmlll dew show

1ENE

?7:BE:D5: 2E

. (unmanaged)
MECTIOM:
-PATH:

FUUTE[l g
4 ROUTE [2] :

A.ROUTE [1] :
6. ROUTE [2] :

, nh = ::
, nh = &1,

HL HHADDR :
AL.MTU:

FI_II_ITE[l] dst 1114128, nho= t:r, mt = 256

Za pomocg nastepujacego polecenia nmcli mozna rowniez wyswietli¢ biezacy stan urzadzenia interfejsu

sieciowego:

- dlaczego tak?

oot@dlp:™# nmtui
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MetworkManager TUI

Flease select an option

Edit a connection
fctivate a connection
Set system hostname

Buit

- dlaczego tak?
(zgltoszenie) 7
28. Wiacz/wylacz interfejs sieciowy za pomocg polecenia ifdown i ifup. Polecenia ifdown i ifup nie
obstuguja nowych urzadzen interfejsu sieciowego. Ale jesli checesz go uzywac dla starszych urzadzen
sieciowych, uzyj nastepujacego polecenia, aby odpowiednio podnies¢ i wylaczy¢ urzadzenie interfejsu
sieciowego. Aby wylaczy¢ lub obnizy¢ stan interfejsu sieciowego, uzyj polecenia podanego ponizej:
root@dlp:™# ifdown enp
Command 'ifdown’ not found, but can be installed withe:

apt in ifu N W ion 0 Subuntul, or
apt inst: .

root@dlp: ™% ifup enpOss

Command ifup’ not found, but can be installed with:

Subuntul, or

Jesli sudo ifdown enp0s8 zwraca komunikat o braku interfejsu, ale ip a pokazuje, ze interfejs istnieje,
moze to oznaczac, ze ifdown 1 ifup nie sg skonfigurowane do obstugi tego interfejsu. W Ubuntu 24.04,
zarzadzanie siecig jest zazwyczaj realizowane przez NetworkManager lub systemd-networkd, a nie przez
tradycyjne skrypty ifupdown.

Krok 1: Sprawdz, czy NetworkManager zarzadza interfejsem

Upewnij sie, ze NetworkManager zarzadza interfejsem enp0s8. Mozesz to zrobi¢, edytujac plik
konfiguracyjny NetworkManager:

sudo nano /etc/NetworkManager/NetworkManager.conf

Upewnij sie, ze sekcja [keyfile] zawiera:

[keyfile]

unmanaged-devices=none

Zapisz zmiany i zrestartuj NetworkManager:
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sudo systemctl restart NetworkManager

Krok 2: Uzyj nmcli do zarzadzania interfejsem

Sprébuj wytaczy¢ 1 wlaczy¢ interfejs za pomocg nmcli:

sudo nmcli device disconnect enp0s8

sudo nmcli device connect enp0s8

Krok 3: Uzyj ip do wytaczenia 1 wigczenia interfejsu

Mozesz rowniez uzy¢ polecenia ip do wylaczenia i wlaczenia interfejsu:

sudo ip link set enp0s8 down

sudo ip link set enp0s8 up

Krok 4: Sprawdz konfiguracje¢ interfejsu

Po wykonaniu powyzszych krokéw, wyswietl konfiguracj¢ interfejsu:

ip -4 a show enp0s8

(zgloszenie) 8
29. Dodaj na trwale na interfejsie dodatkowy adres IP 10.0.0.3/24 przez Netplan w Ubuntu 24.04 LTS
edytujac plik /etc/netplan/0 tab enter

root@dlp: ™% nano Jetcsnetplansoo-installer-contig.uaml

10,0 0.3,24]

Konfigurowanie adresu IP w systemie Ubuntu 24.04 jest inne niz w starszej wersji Ubuntu, poniewaz

Ubuntu 17.10 1 nowsze uzywaja ,,Netplan” jako domyslnego narzedzia do zarzadzania siecia.

PDDt@dlp:f# netplan apply
30. Sprawdz efekt powyzszego punktu przez wpisanie kolejno

a) ip a |grep ,,init” |grep enp0s8

FDDt@dlp:mﬁ

secondary

i aflp: ™% ip n 1 i
10.0.2.2edey enp 1laddr 52:54:00:12:35:02 STALE

c) Edytuj plik konfiguracji interfejsu sieciowego

root@dlp: ™% nano Jetcsnetplansoo-installer-contig.uaml

d) Pozostaw wpis jak ponizej (spacje a nie tab)
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GMU nano 4.5

from 4
from 45

Zadanie 3
1. Skonfiguruj podstawowy interfejs
Cwiczenie wykonaj w X-ach w

a) Ubuntu24.04desktop

Siec

Karta 1 Karta 2 Karta 3 Karta 4

Wigcz karte sieciowa

Podigczona do: | MAT

7 Zaawansowane

Typ karty: | Intel PRO/1000 MT De

Adres MAC: |EIBDEI 27270485

Kabel podizczony

Po uruchomieniu Ubuntu podaj login

Jetcsnetplans00-installer-config.yaml

sieciowy ustaw interfejs, ustaw dowolng prawidtowa adresacje.

Siec

Karta 1 Karta 2 Karta 3 karta 4

Wigcz karte sieciows

Podtgczona do: | Siec wewnetrzna

Mazwa: | intnet

W Zaawansowane
Typ karty: | Intel PRO/1000 MT Des

Tryb nastuchiwania; |Odmawiaj

Adres MAC: |EIBEII:I 278003684

Kabel podtaczony

: ubuntu password: ubuntu dla login: root password: 1234
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GUI — szybka konfiguracja, ale zmiany sa zapisywane w profilach NetworkManager (nie w Netplan

YAML). Jesli edytujesz YAML i zastosujesz netplan apply, nadpiszesz ustawienia GUIL.

L&

&% Ethernet{enp0s3) Connected
% Ethernet (enp0sE) Connecting  »

) settings
B lock
U Power Off / Log Ot

Detalls Identity IPva Pve Sacurity

Ink speed 1000 Mbys
10.0.2.15
st feBlr:1443:4682:35e7:bb2
08:00:27:8A:C5:08
10.0.2.2
ONS 8BBB88EB44

Connect automatically

& Make available to other users

Metered connection: has data limits or can incur charges
el . Julpwh il IR wil In will e My dutonal
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Details Identity IPv4 IPv6 Security

1Pv4 Method ) Automatic (DHCP) ) Link-Local Only
© Manual () Disable

(_Shared to other computers

Addresses
=& Aqdress Netmask ) Cateway
| 192.168.0.11 | 255.255.255.0 | 192.168.0.1

Efekt

Details Identity IPv4 IPV6 Security

Link speed 1000 Mb/s
IPv4 Address 192.168.0.11
IPv6 Address Fe80::fa61:d07f:a123:3f80
Hardware Address 08:00:27:DE:1D:94
Default Route 1192.168.0.1
DNS

Connect automatically

Make available to other users

[~ Metered connection: has data limits or canincur charges
— Software updates and other large downloads will not be started automatically.

Remove Con

(zgloszenie) 10
NetworkManager (Desktop)
Plik: /etc/netplan/01-netcfg.yaml
network:

version: 2

renderer: NetworkManager
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ethernets:
enp0s8:
addresses:
- 192.168.42.153/24
routes:
- to: default
via: 192.168.42.1
nameservers:
addresses:
- 8.8.8.8
Zastosowanie i restart:
sudo netplan apply
sudo systemctl restart NetworkManager
Sprawdz, czy nadpisate$ ustawienia z GUI

(zgtoszenie) 11

Zadanie 4

Cwiczenie wykonaj w terminalu. Wykorzystaj opanowane polecenia oraz manuale.

Zapisz w zeszycie polecenia uzyte do uzyskania odpowiedzi na ponizsze pytania.

1. Sprawdz jakie karty sieciowe PCI znajduja si¢ w Twoim komputerze.

2. Sprawdz jakie modul obstuguj¢ karte w Twoim komputerze.

3. Zanotuj jego ustawienia enpOs17 wytacz interfejs sieciowy enp0s3 a nastgpnie ustaw mu recznie adres ip
(najlepiej taki sam jak byt wczesniej).

4. Zmien adres sprzgtowy interfejsowi enp0Os17.

5. Recznie przypisz interfejsowi enp0s8 dwa adresy IP (enp0s8:1, enp0s8:2).

6. Dodaj nowg informacj¢ o serwerze DNS.

7. Jakie informacje zwraca polecenie PING przy probie komunikacji z dowolnym nieistniejgcym adresem
1 co to oznacza?

8 Ile hopow od twojego komputera ma trasa do komputera o adresie www.google.pl?

9. Za pomocq aplikacji tcpdump podstuchaj ruch ICMP generowany z Twojego komputera lokalnego.

10. Wykorzystujgc program netcat i polecenie GET (HTTP), do pobrania nagtowka strony szkoty.

Wykonanie punktow lgcznie z 9 i 10 i sprawozdania z calosci to ocena 6 (celujgcy).
(zgltoszenie) 12

Przywr6¢ pierwsza migawke.
Podsumowanie:
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Po wykonaniu wszystkich czynnosci z powyzszej instrukcji przeczytaj ponownie z zrozumieniem cel ogélny
1 cele szczegotowe, ktore znajduja si¢ na pierwszej stronie instrukcji. Jezeli one zostaty niezrealizowane to

powtarzaj wykonie tej instrukcji w szkole lub/i w domu do momentu zrealizowania.
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