13.1 Tworzenie folderow NTFES i udostepnianie folderéw w domenie

Cel ogo6lny lekcji: Nauczenie uczniéw tworzenia udostepnionych folderéw w srodowisku graficznym,
przypisywania grupom i uzytkownikom uprawnien do udostepnionych folderow, okreslenia skutkow
taczenia uprawnien NTFS z uprawnieniami do udostepnionych folderow oraz zatrzymywania
udostegpniania folderow.

Cele szczegotowe:

1. Uczen bedzie potrafit udostepnic folder.

2. Uczen bedzie potrafil przypisa¢ grupom 1 uzytkownikom uprawnienia do udostepnionego folderu.
3. Uczen bedzie potrafil podtaczy¢ sie do udostepnionego folderu.

4. Uczen bedzie potrafit okresli¢ skutki taczenia uprawnien NTFS z uprawnieniami do
udostepnionych folderéw.

5. Uczen bedzie potrafil zatrzymac udostepnianie folderu.

Przed przystapieniem do ¢wiczenia sprawdz i ustaw

W Menedzer funkcji Hyper-V wybierz nazwa maszyne wirtualna twojej grupy_dc2019
Upewnij si¢, Ze punkt kontrolny, zawiera serwer z zainstalowanym kontrolerem domeny.
Uruchom maszyng¢ > Ctrl+Alt+Delete > Administrator > zaql @WSX

a) system serwera sg jak ponize;j:

@ ¥ Menedzer serwera * Serwer lokalny

i WEASCIWOSCI

i Pulpit nawigacyjny Dia rol

i Serwer lokalny

= Nazwa komputera rol

i Wszystkie serwery Domena rol00.edu.pl

g2 DNS

ifl Ustugi AD DS

ii Ustugi plikéw i magazy... P Zapora Windows Defender Publiczne: Wytaczone
Zdalne zarzadzanie Wiaczone

Pulpit zd

Wydaczone

Tworzenie zespotu kart interfejsu sieciowego Wydaczone

Ethemet 3 182:167.0:1, Protokst IPvE wiaczony

L:’ i« Ethernet %

Siec niezidentyfikowana

>192.167.0.1 > . @2 Intel(R) PRO/100D MT Desktop Ad > G S EEEED
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DHCP wiaczone Mie

Adres |Pvd 152.167.0.1
Maska podsieci |Pv4 285.255.255.0
Brama domyslna |Pvd

Serwer DMS |Pvd 152.167.01

b) klienta (Windows 11) w Menedzer funkcji Hyper-V wybierz nazwa maszyn¢ wirtualna twojej

grupy 11 i uruchom, jak bedzie potrzebna w zadaniu
Podaj login: admin lub Administrator i hasto: zaql @WSX
Adres ip - 192.167.0.21/24; brama 192.167.0.1; dns-192.167.0.1
W zeszycie opisz procedury tworzenie udostepnionych folderow.
Wszystkie wpisywane polecenia majg by¢ w zeszycie z opisem co robig poszczegdlne elementy!
Procedura tworzenia udostepnionych folderéw w srodowisku graficznym.
Cele laboratorium
Po zrealizowaniu tego laboratorium uczen bedzie potrafit:

Udostepnic folder.
Przypisa¢ grupom 1 uzytkownikom uprawnienia do udostgpnionego folderu.
Podlaczy¢ si¢ do udostepnionego folderu.

Okresli¢ skutki taczenia uprawnien NTFS z uprawnieniami do udostepnionego folderu.

A e

Zatrzymac¢ udostgpnianie folderu. Sprawdz poprawnos$¢ wykonanych zadan w GIU.

Cwiczenie 1
NTFS 1 udostepnianie folderow

1. Utworzy¢ konta uzytkownikow w tym celu
e podiacz do maszyny serwera pobrany z folderu z instrukcjg plik 13 pliki.iso 1 otworz w serwerze
Windows zawarto$¢ napgdu w Menedzer funkcji Hyper-V:

=) ¥ Kontroler IDE 1
Stacja dyskow DVD

Ustawienia elementu ‘_dc2019 13_plikiiso
Sl Kontroler SCST

1

(®) Plik obrazu:

|D:\Users Sl \Dovvnioads\13_piiki.iso ‘

Przegladaj. ..
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na serwerze otworz stacja dyskow DVD (D:) plik 13.1dodajdogrupy.txt
wybierz w notatniku Ctrl+A > Ctrl+C

na serwerze przejdz do cmd i wybierz Ctrl+V > enter

. Na serwerze jest na dysku C:\ folder o nazwie GRUPY i podfolder DANE_GRUP.
. Czy mozliwe jest usuniecie grupy Uzytkownicy | DAL T

do korzystania z foldera C:\GRUPY\DANE GRUP? Odpowiedz w zeszycie uzasadnij.

z listy uprawnionych

Mie mozesz usunad Uzytkownicy (I5\Uzytkownicy], poniewaz ten cbiekt

! driedziczy uprawnienia po swoim chbiekcie nadrzednym. Aby usunad
Usytkownicy (15\Uzytkownicy), nalezy wylaczy dziedziczenie uprawnien
przez ten obiekt. Wiylacz opcje dziedziczenia uprawnien i sprobu;j
ponownie usungd Uzytkownicy (15\Uzytkownicy).

. Wylacz dziedziczenie uprawnien do folderu C:\GRUPY. Jak wylaczy¢ dziedziczenie w
C:\GRUPY? Instrukcja dla ucznia (GUI, krok po kroku):
a. Kliknij PPM na folderze C:\GRUPY > Wtasciwosci
b. Przejdz do zaktadki Zabezpieczenia
c. Kliknij Zaawansowane
d. W dolnej czesci okna kliknij przycisk: ,,Wylacz dziedziczenie”
e. System zapyta:
v, Konwertuj odziedziczone uprawnienia na jawne”
v ,,Usun wszystkie uprawnienia dziedziczone z tego obiektu”
> wybierz pierwszg opcje:
,Konwertuj odziedziczone uprawnienia na jawne uprawnienia dla tego obiektu”
Dlaczego? Bo wtedy uprawnienia staja si¢ lokalne i mozna je usuwac pojedynczo.
. Czy teraz jest mozliwe usuniecie grupy Uzytkownicy z listy uprawnionych do korzystania z foldera
DANE_GRUP?
Tu jest klucz: v Jesli uczen wylaczyt dziedziczenie TYLKO na C:\GRUPY
to: C:\GRUPY\DANE GRUP > dalej dziedziczy, wigc:
>{ NIE mozna usunaé¢ grupy Uzytkownicy, bo wpis jest dziedziczony z GRUPY.
> Uczen powinien zauwazy¢: ,,W folderze DANE GRUP nadal nie mogg usuna¢ grupy
Uzytkownicy.”
. Do folderu C:\GRUPY przypisz grupie Grupal uprawnienia:
uprawnienia domyslne (czyli: Odczyt, Odczyt i wykonywanie, Wyswietlanie zawarto$ci folderu),

oraz Zapis.
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7. Grupie Grupa2 przypisz: Wyswietlanie zawarto$ci folderu, Odczyt, Odczyt 1 wykonywanie, oraz
Odmoéw (DENY) prawa Zapis.

8. Jakie sg efektywne uprawnienia NTFS poszczeg6lnych uzytkownikow?

Grupal — moze modyfikowaé (moze otwiera¢ pliki, moze tworzy¢ nowe pliki, moze zapisywac

zmiany, moze usuwac pliki.) W skrocie: _

Grupa2 — tylko ogladd (moze wejs¢ do folderu, moze otwieraé pliki, moze czyta¢ zawartos¢.

X Nie moze: (zapisywaé zmian, tworzyé nowych plikow, usuwaé plikow.

Dlaczego? Bo ma ustawione Odmoéw (DENY) Zapis, a DENY ma pierwszenstwo przed wszystkimi

innymi uprawnieniami.

9. Zwrd¢ szczegolng uwage na uzytkownika klient3.

Z pliku konfiguracyjnego wynika, ze: klient3 jest cztonkiem Grupa2.To oznacza, ze: klient3 moze:

wejs¢ do folderu C:\GRUPY, wyswietla¢ liste plikow, czyta¢ pliki.

klient3 NIE moze: niczego zapisaé, niczego stworzy¢, niczego usunag.

Powod: Nalezy do Grupa2, a ta grupa ma ustawione DENY Zapis, ktére blokuje zapis bez wzgledu na

wszystko inne.

10. Nadaj grupie ,,Administratorzy” peine uprawnienia (Petna kontrola) do folderu C:\GRUPY.

11. Pobra¢ do folderu C:\GRUPY plik Admin2.txt, ktory znajduje si¢ w D:\.

12. Udostepnij folder GRUPY z uprawnieniami jak na rysunku ponizej

Uprawnienia dla Grupy ) >

Uprawnienia udzialu

MNazwy grup lub uzytkowniloow:

B8 Wszyscy
Dodsj... Usur
Uprawnienia dla: Wszyscy Ferwala) Cdmédw
Pelna kartrola 1
e 3 [ NOK | | '
QK Anulh Zastosy
Odezyt U r : :

Kliknij PPM na folderze C:\GRUPY

ISR

Wybierz Wtasciwosci

e

Przejdz do zaktadki Udostgpnianie

o

Kliknij Udostgpnianie zaawansowane

e. Zaznacz Udostepnij ten folder

™

Kliknij Uprawnienia
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W oknie, ktore widzisz na screenie:
Powinna by¢ tylko grupa Wszyscy
Dla Wszyscy powinny by¢ zaznaczone: Pelna kontrola, Zmiana, Odczyt
g. Kliknij Zastosuj > OK
13. Zaloguyj si¢ na kliencie (Windows 11 podtagczony do domeny) kolejno do kont domenowych
(przed logowaniem sugeruje zmiang haset na zaql @WSX i odznaczenie wymuszenia zmiany hasta
przy pierwszym logowaniu) jako klient1, klient3 oraz klient5 i wykonaj na pliku Admin.txt kolejno
operacje: przegladania pliku, zmiany zawartos$ci pliku i zapisu, usuni¢cia pliku. Zanotuj w zeszycie
wykonanie ktorych operacji bylo mozliwe? Powtorz operacje w wierszu polecen.
Bardziej doktadnie: W tym zadaniu sprawdzasz efektywne uprawnienia NTFS dla r6znych
uzytkownikéw po zalogowaniu si¢ do domeny. Masz 3 konta domenowe:
e Kklientl (Grupal > ma zapis)
e Kklient3 (Grupa2 > tylko odczyt)
e Kklient5 (Grupa2 > tylko odczyt)
Plik testowy: Admin.txt w folderze C:\GRUPY
Twoim celem jest sprawdzenie: czy mozesz plik przegladaé, czy mozesz zmieni¢ jego zawartos$¢ i
zapisa¢, czy mozesz go usunac.
Po kazdej probie wpiszesz w zeszycie: "TAK — mogtem" albo "NIE — nie miatem uprawnien".
Krok po kroku - co masz zrobi¢ na komputerze klienckim (Windows 11)
Przed logowaniem:
1. Zaloguj si¢ jako administrator domeny.
2. Wejdz do Active Directory Users and Computers.
3. Dla kont klient1, klient3, klient5: odznacz opcje¢ "Wymus$ zmiang hasta przy pierwszym
logowaniu".
2. Zaloguj si¢ jako kolejni uzytkownicy
Zr6b trzy rundy testowe - kazda na innym koncie:
o najpierw klientl
e potem klient3
e potem klientS
Za kazdym razem:
1. Zrestartuj sesje (Wyloguj).
2. Zalogyj si¢ jako domena\klientl (lub klient3, klient5).
3. Otworz Eksplorator plikow.
4

. Przejdz do udziatu sieciowego:
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\\WNAZWA SERWERA\GRUPY
albo jesli mapowaliscie dysk:
Z:\GRUPY
Tam znajdziesz plik Admin.txt.
3. Wykonaj test trzech operacji na pliku Admin.txt
Dla kazdego uzytkownika wykonaj TE SAME trzy proby:
A) Przegladanie pliku
e Otworz plik Admin.txt dwuklikiem.
e Sprawdz, czy pokazuje si¢ jego zawartosc.
Zapisz w zeszycie: ,,Przegladanie — TAK/NIE”
B) Zmiana zawarto$ci i zapis
1. Otworz plik.
2. Dopisz na koncu jedna linijke, np. fest klient3.
3. Sprobuj zapisaé: Ctrl + S.
4. Sprawdz, czy pojawia si¢ komunikat o braku uprawnien.
Zapisz w zeszycie: ,,Edycja i zapis — TAK/NIE”
C) Usuniecie pliku
1. Kliknij prawym na Admin.txt.
2. Wybierz Usun.
3. Sprawdz, czy system pozwoli wykonaé operacjg.
Zapisz w zeszycie: ,,Usunigcie pliku — TAK/NIE”
4. Powtorz te same operacje w wierszu polecen (CMD)
1. Uruchom CMD (Win + R > cmd).
2. Przejdz do udziatu:
cd \NAZWA SERWERA\GRUPY
3. Wpisz:
Przegladanie:
type Admin.txt
Préba edycji (np. dopisanie linijki):
echo test >> Admin.txt
Proba usunigcia:
del Admin.txt
W zeszycie dopisz, ktora z tych operacji si¢ udata, a ktora nie.

5. Jakie powinny by¢ wyniki? (dla nauczyciela i ucznia)
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Uzytkownik|| Grupa Efektywne uprawnienia Przegladanie| Zapis/edycja Usunigeie
i . . TAK
klientl Grupal|| Modyfikacja (ma zapis) TAK TAK
Tylko odczyt (DENY
klient3 Grupa2| ° i TAK NIE NIE
Write)
Tylko odczyt (DENY
klients Grupa2| i TAK NIE NIE
Write)

Dlaczego klient3 i klient5 nie moga zapisac¢ ani usungc?
> Bo Grupa2 ma ustawiony DENY Zapis, ktory blokuje zapis nawet wtedy, gdy uzytkownik
miatby inne uprawnienia.
Podsumowanie dla ucznia (notatka do zeszytu)
klient]l — moze wszystko robi¢ z plikiem, bo nalezy do Grupal, ktéra ma zapis.
klient3 i klient5 — moga tylko czytac plik; zapis 1 usunigcie sa zablokowane przez DENY Zapis dla
Grupa2.
Powtorzenie testow w CMD pomaga zrozumieé, ze uprawnienia dziataja tak samo w GUI i w
wierszu polecen.
14. Przejrzyj i zanotuj zaawansowane prawa dostepu do zasobow plikowych:
e pliku Admin.txt
e folderu DANE GRUP

Jak sprawdzi¢ zaawansowane prawa dostgpu NTFS?
W tym zadaniu masz sprawdzi¢, jakie dokladne (szczegdtowe) uprawnienia NTFS ma:
e plik Admin.txt,
o folder DANE_GRUP.
To sg tzw. zaawansowane prawa dostepu - bardziej szczegotowe niz zwykte: Odczyt / Zapis /
Modyfikacja. Tu zobaczysz wpisy typu: (Usun), (Zapis danych), (Odczyt atrybutow), itd.
Krok po kroku - folder lub plik (instrukcja identyczna dla obu)
1. Otworz whasciwosci elementu
1. Wejdz do udziatu sieciowego lub lokalnego folderu, gdzie znajduje si¢:
o plik Admin.txt,
o folder DANE_GRUP.
2. Kliknij prawym przyciskiem myszy:
o na pliku Admin.txt, albo
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o na folderze DANE_ GRUP.
3. Wybierz Wlasciwosci.
2. Przejdz do zaktadki Zabezpieczenia
1. W oknie wlasciwosci kliknij zaktadke Zabezpieczenia.
2. Kliknij Zaawansowane.
To otwiera widok zaawansowanych uprawnien NTFS.
3. Sprawdz liste wpiséw uprawnien. W oknie ,,Zaawansowane ustawienia zabezpieczen” zobaczysz
liste:
o kto (np. Administratorzy, Grupal, Grupa2, SYSTEM)
e jakie dokladnie ma prawa
e czy wpis jest dziedziczony, czy jawny
e jaki jest typ wpisu (Zezwalaj / Odmow)
Uczen powinien zwroci¢ uwage na kolumny:
e Typ (Zezwalaj / Odmoédw)
e Podmiot (nazwa grupy lub uzytkownika)
e Uprawnienia (lista praw szczegdétowych)
o Dziedziczone z
o Zastosowanie do (tylko ten folder? podfoldery? pliki?)
4. Aby zobaczy¢ szczegbdly konkretnej grupy
1. Kliknij dwa razy na wybranym wpisie (np. na Grupal).
2. Otworzy si¢ okno z petng listg praw:
o odczyt atrybutow,
o zapis danych,
o tworzenie plikow,
o usuwanie,
o usuwanie podfolderow,
o zmiana uprawnien,
o przejmowanie na wlasnos$¢,
o 1wiele innych.
Co uczen powinien zanotowa¢ w zeszycie
1. Admin.txt — kto ma jakie prawa?
Nalezy wypisac:
e Administratorzy — Petna kontrola (wszystkie prawa zaznaczone)

e Grupal — prawo modyfikacji > w szczegotach: moze zapisywac, usuwaé, edytowac
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e Grupa2 — tylko odczyt > w szczegdtach: brak praw zapisu i usuwania, DENY Write (jesli
ustawione)
Uczen powinien dopisac:
Plik Admin.txt dziedziczy uprawnienia z folderu GRUPY, chyba ze instrukcja nakazuje inaczej.
2. Folder DANE GRUP — jakie sg prawa 1 ktore sg dziedziczone?
Uczen powinien sprawdzi¢:
e Czy folder DANE_GRUP nadal dziedziczy uprawnienia z C:\GRUPY
o (Czy sg wpisy typu:
o Administratorzy — petna kontrola
o Grupal — zapis / modyfikacja
o Grupa2 — odczyt
o SYSTEM - petna kontrola (zwykle automatycznie)
Uczen ma zanotowac:
o ktore prawa sg dziedziczone,
o ktore sg jawne,
o oraz dla kogo obowiazuje DENY (odmowa).
Kroétka notatka do zeszytu (idealna)
Zaawansowane prawa dostepu pokazuja szczegotowe uprawnienia NTFS dla plikéw 1 folderow.
Sprawdzitem je dla pliku Admin.txt 1 folderu DANE GRUP.
Widziatem, ktore prawa sg dziedziczone, ktore sa jawne oraz jakie doktadnie operacje moga

wykonywac poszczegolne grupy (np. Grupal — zapis/modyfikacja, Grupa2 — tylko odczyt).

15. Zaloguyj si¢ na kliencie do domenowego konta klient3: rol00\klient3 lub klient3(@rol00.edu.pl

16. Na kliencie (Windows 11) przejdz na dysk serwera

a. Zaloguj si¢ na komputerze klienckim (Windows 11).
b. Otworz Eksplorator plikow (ikonka folderu na pasku zadan lub skrét Win + E).

c. W pasku adresu na gorze wpisz:

4% Widok glowny X aF

G WI92167.0.1\cY
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' Zaberpociesia Windews
\W192.167.0.1\c$
Wprowadzanie poswiadczen sieciowych © Nowy
Worowacz poswiadczonia, aby polaczyc = 192167.01 £
El Galeria Mazwa
Nazwa utytiownika 5 @ OneDrive Apps
Administrator
GRUPY
Hasho
PerfLogs
Sssnnsan . Pulpit »
Program Files
Domeng IS

i Pobrane »
Program Files (x36)

Zapamegta) moje podwiadcena

— Dokumenty # Uzytkownicy

oK Anukyy

> Obrazy Windows
17. Z komputera klienckiego utworz z poziomu dysku serwera plik C:\GRUPY \klient3.txt
a. Utworz nowy plik klient3.txt
Bedac w folderze GRUPY, kliknij PPM > Nowy > Dokument tekstowy
Zmien nazwe na: klient3.txt
b. Sprawdz uprawnienia pliku
1. Kliknij prawym przyciskiem myszy na klient3.txt
2. Wybierz Wlasciwosci
3. Przejdz do zakladki Zabezpieczenia
Zobaczysz tam grupy 1 ich uprawnienia - zwykle:

e Administratorzy

e SYSTEM
e Grupal
e Grupa2
arury
1 4 e
Ay Whanoiwoncr ety
8 Gres - e et I T R rpe—
& Oralliive ANt o Heren iz, 18 WD T GALPrawtit
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arveneee
nmr L) Ut S sy

ce Ande

Te wpisy NIE pojawity si¢ przypadkowo - zostaly odziedziczone.
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4. Zobacz szczegbdly (zaawansowane prawa)
1. Kliknij Zaawansowane
2. Zwro6¢ uwage na kolumny:
o Typ (Zezwalaj / Odmédw)
o Podmiot (kto ma uprawnienia)
o Dziedziczone z
o Uprawnienia
Uczniowie powinni zobaczy¢, ze przy pliku klient3.txt jest napis:
Dziedziczone z > C:\GRUPY
To jest najwazniejsza cz¢$¢ zadania.
c. Dlaczego plik ma wilasnie takie uprawnienia? - wyjasnienie dla ucznia
Po utworzeniu nowego pliku, Windows nie tworzy uprawnien od zera.
Zamiast tego: Nowy plik dziedziczy uprawnienia ze swojego folderu nadrzednego.
Czyli: Jesli folder C:\GRUPY ma dla Grupal > Modyfikacja,
dla Grupa2 > Tylko odczyt + DENY Write,
dla Administratorow > Pelna kontrola,
to doktadnie te same uprawnienia dostanie nowo utworzony plik klient3.txt.
Plik nie ,,wie”, kto go stworzyt - po prostu bierze prawa z folderu.
1 przejrzyj jego prawa dostepu.
Zanotuj w zeszycie, dlaczego sq takie prawa?
Notatka, ktorg uczen powinien wpisa¢ do zeszytu
Plik klient3.txt ma takie uprawnienia, poniewaz dziedziczy je z folderu C:\GRUPY.
Folder GRUPY miat wcze$niej ustawione uprawnienia dla Administratoréw, Grupal 1 Grupa2,
dlatego te same wpisy pojawity si¢ w nowym pliku.
Dziedziczenie NTFS oznacza, ze wszystkie nowe pliki i foldery automatycznie przejmuja
uprawnienia od folderu nadrz¢dnego.
Efekt, ktory uczen powinien zauwazy¢
Grupal > moze otworzy¢ i zapisa¢ klient3.txt
Grupa2 > tylko odczyt (nie zapisze, bo DENY)
Administratorzy > wszystko
SYSTEM > wszystko (Windowsowe konto systemowe)
18. Zmien dziedziczenie praw dostepu do katalogu na dysku serwera C:\GRUPY tak aby uprawnienia

dla tego katalogu dotyczyly tylko tego folderu.
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W tym zadaniu masz sprawi¢, aby folder C:\GRUPY nie przekazywat swoich uprawnien dalej do
podfolderéw, takich jak DANE GRUP.
Czyli:
> uprawnienia majg dziata¢ tylko na folder GRUPY,
> nie majg automatycznie przechodzi¢ na podfoldery ani pliki.
To nazywamy wylgczeniem dziedziczenia w dot.
Krok po kroku - instrukcja dla ucznia
1. Otwoérz whasciwosci folderu GRUPY
1. Przejdz na serwer lub otworz udziat sieciowy z serwera:\\NAZWA SERWERA\GRUPY
2. Kliknij prawym przyciskiem GRUPY
3. Wybierz Whasciwosci
2. Przejdz do ustawien zabezpieczen
1. Kliknij zaktadk¢ Zabezpieczenia
2. Kliknij Zaawansowane
Otworzy si¢ okno ,,Zaawansowane ustawienia zabezpieczen”.
3. Wylacz dziedziczenie
1. Kliknij przycisk Wylacz dziedziczenie
2. Pojawig si¢ dwie opcje:
v Konwertuj odziedziczone uprawnienia na jawne uprawnienia

v Usun wszystkie uprawnienia dziedziczone z tego obiektu
Wybierz pierwsza opcje, czyli: ,,Konwertuj odziedziczone uprawnienia na jawne”
Dlaczego? Bo chcemy dalej widzie¢ wszystkie uprawnienia, ale bez ich przekazywania dalej.
4. Zatrzymaj przekazywanie uprawnien na podfoldery
Teraz musisz ustawi¢, aby wpisy w folderze GRUPY:
e obowigzywaly TYLKO dla tego folderu,
e nie obowigzywatly dla plikow i podfolderow.
Jak to zrobic¢?
1. Na liscie uprawnien kliknij dwa razy kazdy wpis (np. Grupal, Grupa2, Administratorzy).
2. W oknie ,,Wpis uprawnien” znajdziesz pole ,,Dotyczy:”
3. Zmien je na: Tylko ten folder
4. Kliknij OK.
5. Zrob to samo dla wszystkich wpisow.

Po tej zmianie:
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o folder C:\GRUPY ma swoje wlasne uprawnienia,
o ale DANE_GRUP NIE dostaje automatycznie tych samych praw.
Co uczen powinien zauwazy¢?
Po wykonaniu zadania:
o folder C:\GRUPY ma uprawnienia ustawione r¢cznie,
o podfolder DANE_GRUP ma swoje uprawnienia niezalezne,
e dziedziczenie jest wylaczone, czyli nic nie jest przekazywane w dol.
Notatka do zeszytu
Wylaczytem dziedziczenie w folderze C:\GRUPY i ustawilem, aby jego uprawnienia obowigzywaly
tylko w tym folderze.
Dzigki temu podfoldery (np. DANE GRUP) nie przejmuja jego praw i moga mie¢ wtasne, oddzielne

uprawnienia.

Taawansowans ustanienis sabespiecen dle GRUPY

Q
x

Nazwa 192, 167.0.1\cS\GRUPY
Wisdcioet Admmnatratorzy (S\Adminetratorzy] 2y
Upeawniensa Inspeic)z Dostep caynny

Aby uzyska dodathowe wfonmacie, kikniy dwulrotrse wpis upravenied. Aby 2modyflkowad wits apawnied, Zaenacs ten wpes | kikny
pozycje Edytu (jesk jest dostepna)

Wpisy uprammeenix

Podmuct Typ Destep Odnednczone po Dotycay |
Grupsd (15\Grupal) - Tytho ten folder

B SYSTEM Zezw Peina kortrole Brak Tylko ten folder

R Administratersy (S Adminatrat.,. Zexw... Peina kontrola Brak Tylko ten foider

B2 Grupal (I5\Grupal) Terw Odcayt, 2apin # wykona Frak Tytko ten folder

B8 Grupa2 (15\Grupa) Zezw.., Odczytiwykonywenie  Brak Tylko ten folder

B Unythkownicy 05 Usythownicy) Zaw... Specjalny Beak Tytko ten folder
Dods Usur Edytuy

Whacz doedziczenie

T Zamien wszysthoe wpesy upraveien cbeektow podrzedrych na doedziczone wpisy uprawnien 2 tego obiektu
19. Z komputera klienckiego bedac zalogowany jako klient3 sprobuj utworzy¢ na dysku serwera plik
\\192.168.0.1\c$\GRUPY\DANE GRUP\klient31.txt.
Zapisz w zeszycie czy udalo si¢ utworzy¢ plik? Sprawdzi¢ prawa dostepu do C:\GRUPY i

zanotuj je w zeszycie.

Odpowiedz zadanie 19: Nie, pliku nie udato si¢ utworzyc¢.

Folder DANE GRUP nie posiada prawa Zapis, a uprawnienia z C:\GRUPY nie sg juz dziedziczone.
Prawa dostgpu do folderu C:\GRUPY:

Administratorzy — pelna kontrola

Grupal — modyfikacja

Grupa2 — odczyt + DENY Zapis
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SYSTEM - petna kontrola

Uprawnienia dotycza tylko tego folderu (,,Tylko ten folder”), bo dziedziczenie zostato wylaczone.
Dlaczego klient3 nie moze utworzy¢ pliku?
v klient3 nalezy do Grupa2

A Grupa2 ma ustawione w NTFS:

Odczyt

Wyswietlanie zawartosci

Wykonywanie

DENY ZAPIS

To oznacza:

X brak prawa tworzenia plikow

X brak prawa zapisu

X brak prawa modyfikacji

dodatkowo - po zadaniu 18 - folder C:\GRUPY przestal przekazywaé uprawnienia do DANE_GRUP
Czyli:

Grupa2 ma DENY Zapis w C:\GRUPY

DANE GRUP nie dziedziczy juz niczego od C:\GRUPY

DANE GRUP nie ma prawa Zapis ustawionego samodzielnie

Dlatego klient3:

X nie moze stworzy¢ zadnego pliku w DANE_GRUP.

Co powinna zawiera¢ odpowiedzZ ucznia w zeszycie?
,Jestem zalogowany jako klient3. Proba utworzenia pliku klient31.txt > NIEUDANA.

Folder DANE GRUP nie ma prawa Zapis, a uzytkownik klient3 nalezy do Grupa2, ktéora ma DENY
Zapis.”

Cwiczenie 2

Udostepnianie folderow z zainstalowang aplikacja.

Uzytkownicy w twojej sieci muszg mie¢ dostepu do aplikacji na serwerze, ktorym administrujesz.

1. Na serwerze na dysku C: jest folder o nazwie Apps.

2. Zainstaluj z dysku D:\ pliku temd1156x64.exe aplikacje total comander w folderze o nazwie
C:\Apps z domys$lnymi ustawieniami

3. Przypisz uprawnienia NTFS do aplikacji, znajdujacych si¢ wewnatrz folderu dla grup

uzytkownikow serwera. tak, aby:
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v Grupa Administratorzy (tylko sprawdz)
Petna kontrola - mogg zmienia¢ pliki, aktualizowa¢ program, naprawiac biedy.
v Grupal
Odczyt 1 wykonanie - mogg korzysta¢ z programu, ale nie moga go modyfikowac.
v Grupa?2 (jesli wymaga tego ¢wiczenie)
Tylko Odczyt - moga program uruchamia¢, ale nie mogg niczego w nim zmieniac.
Pozostaw wyswietlanie.
4. Udostepnij folder Apps jako Apps$
1. Kliknij PPM na folderze C:\Apps
Otworz Eksplorator plikow
Przejdz do C:\Apps
Kliknij prawym przyciskiem myszy
Wybierz Wiasciwosci
2. Wejdz do zaktadki ,,Udostepnianie”
Kliknij zaktadk¢ Udostepnianie
Kliknij Udostgpnianie zaawansowane
Zaznacz pole: Udostepnij ten folder
3. Ustaw nazwe udziatu na ,,Apps$” (jesli nie jest ustawiona)
W polu Nazwa udziatu wpisz:
Apps$
To sprawi, ze zasob jest udostepniony, ale niewidoczny na liscie udziatow (trzeba wpisa¢ go
recznie, np. \\rol0O\Apps$).
5. Skonfiguruj uprawnienia do Apps$ tak, aby wszyscy uzytkownicy mogli uzyska¢ dostep do folderu
poprzez siec.
a. Kliknij przycisk ,,Uprawnienia”
Tutaj ustawiamy share permissions (uprawnienia do udostepnienia).
Usun wpisy, jesli sg zbedne
Jesli jest co$ innego niz Wszyscy, usun to.
Dodaj wpis: ,,Wszyscy”
Kliknij Dodaj...
Wpisz:
Wszyscy
Kliknij OK
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b. Nadaj grupie ,,Wszyscy” pelny dostep przez sie¢

Zaznacz trzy pola:

v Pelna kontrola

v Zmiana

v Odczyt

Dzig¢ki temu:

> Kazdy uzytkownik domenowy lub lokalny moze wejs¢ do Apps$ i zobaczy¢ zawartos¢
> OGRANICZENIA beda wynikaty z NTFS, a nie z udostgpniania (to jest cel ¢wiczenia)
Dlaczego tak ustawiamy?

Uprawnienia udostepniania (share) moéwia: ,,Czy uzytkownik moze wejs$¢ przez sie¢ do folderu?”

Skoro zadanie mowi, ze wszyscy uzytkownicy maja mie¢ dostep, to:
> w udostepnianiu Apps$ dajemy Wszyscy — pelne prawa,
> a dopiero NTFS w $rodku folderu reguluje, co wolno komu zrobi¢.

To normalna praktyka w administracji Windows: Share = szeroko, NTFS = doktadnie.

Cel: W tym ¢wiczeniu, utworzysz udostgpnienia na swoim serwerze, aby uzytkownicy mogli mie¢

dostep do folderu Apps$ poprzez sie€.

- ' Tenkomputer + Nowy (C) »

Nazwa Datx modyfikacyi
w Uprawnienia dia Appss

. GRUPY Dyline Udcalgorianie  Zgbemuecimna Lprammienia udsalu
Perflogs A Uostepra ten folder ¢
Ly : Udcstepnianie pilkcow | iolderom secowy Karwy gup ki Latytk raeskdw
¥ Program | &
el Blviomy |
Program | Rops :
. {ogeprom, Naowa udsabs:
kow [r # Uythowe RS ;
Windows Scletka secows \pos$
tes ROL\Apps$ Dodaj
Usosteony Ogranicz bczbe dednocseavych usySomekdw | 15777 8
do:
Udoatqpriarse Jodmaracwane Komentwze:
u da Wy Zntwily O
Ustaw upraweenia mestandardowe. utwe irawnienia 33 Weayscy Zatwily  Odmiw
ustaw Inne axwansoNane opge udostey Pelna kamtola | J
e Imara & O
Udosteprianie zaswansowans X =
- S ——— Odeat v )
Uprawriens Buforowane
o Amg
[ox ] s

a) Sprawdz na kliencie z kont uzytkownikow domenowych (klient3) i zapisz jako wycinek i w

zeszycie zapisz czy na serwerze jest dostep do ukrytego zasobu Apps$
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&) @@ > Sie¢ > rol00 > Apps$

Tl Sor

MNazwa Dat

=)

totalemd 2

b) Sprawdz na kliencie z kont uzytkownikow domenowych (klient3) i zapisz jako wycinek w

zeszycie zapisz czy na serwerze ukryty zaséb Apps$ jest widoczny (oczekiwane, aby zaséb nie byl

widoczny).
& rol00 X +
& e (] @ > Sie¢c > rol00 > Przes:
T Sortyj 8= Wyé
B Galeri GRUPY NETLOGON
@ OneDrive C— —
SYSVOL
& Pulpit =

Cwiczenie 3
Przypisywanie uprawnien do udostgpnionego folderu.
Scenariusz
Udostepnites$ folder, ktory zawiera aplikacje uzywane przez wszystkich pracownikéw firmy, dajac
mozliwos¢ uzytkownikom podtaczenia si¢ do niego poprzez siec.
Mimo, ze skonfigurowale$ uprawnienia NTFS, zatoZenia bezpieczefistwa w firmie nakazujg usunigcie
domyslnych uprawnien i zastgpienie ich uprawnieniami wymienionymi w zatozeniach organizacji.
Aby skonfigurowac¢ uprawnienia do udostgpnionego folderu, nalezy okresli¢ aktualne uprawniania, a
nastepnie przypisa¢ uprawnienia grupom w domenie, zgodnie z wymogami firmy.
Cel
W tym ¢wiczeniu zmodyfikujesz domyslne uprawnienia do folderu Apps tak, aby umozliwi¢ dostep
tylko okreslonym grupom uzytkownikow. Oczekiwany efekt koncowy:

e klient]l ma mozliwo$¢ korzystania z programu w Apps

e klient3 ma ograniczony dostep zgodnie z NTFS

e kazdy uzytkownik moze wejs$¢ na \\serwer\Apps$ (share)

e ale NTFS decyduje, co w srodku wolno
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Uprawnienia udostepniania (share) okreslaja, kto MOZE wej$¢ przez sie¢ do folderu.
Uprawnienia NTFS decyduja, co mozna zrobi¢ w srodku.
W tym ¢wiczeniu celowo ustawiamy share szeroko, a NTFS precyzyjnie.

W tym ¢wiczeniu logujemy si¢ jako klientl i klient3, aby poréwnac¢ roznice.

Zatozenia bezpieczenstwa w firmie:
e uzytkownicy moga uruchamia¢ programy, ale nie moga ich modyfikowac,
e administratorzy zarzadzajg aplikacjami i majg peing kontrole,
e Apps$ musi by¢ dostgpny dla wszystkich przez sie¢,
e NTFS ogranicza dziatania uzytkownikow (tylko odczyt i wykonywanie),
e brak mozliwo$ci zapisu chroni aplikacj¢ przed uszkodzeniem,
e folder C:\Apps ma $wiadomie skonfigurowane uprawnienia.
e Firma wymaga nast¢pujacej konfiguracji NTFS dla folderu C:\Apps:
o Administratorzy — pelna kontrola
o Grupal — odczyt i wykonanie (Read & Execute)
o Grupa2 — tylko odczyt
o Nie powinno by¢ grupy Wszyscy (Everyone) w NTFS
o Udostgpnienie Apps$ ma dawac dostep przez sie¢ wszystkim uzytkownikom

o Ograniczenia maja wynika¢ z NTFS, nie z udostgpniania

Wietomwosct Apgrs X Wisicraoicr Apps

Ogihe Udotgonane Jibempecienid Popaedne mane  Doececwymane Opine  Udoatepriane  Zsbeapectens  Popredeie werse  Dostosowywarnee
Nagwa oty C'Apps Nazwa ot C\ppe

Nazwy grup M uthcowricde Nazwy g Lo uiythownidw

B TWORCAWLASOCIEL - AR TWORCA-WLASCCID ~
ML SYSTEN ML SYSTEM
Crpw | 15 Crupe 1) M Gugat 015 Gagat)

KL Gngpa2 95 Gnpad 4 Gupal 05 0eped)

RE & tmrirtrwtnre 53 Artmintsbrrioen [y —T Yy ——"r &
Ay BreeniC corawrsensa hikn§ payosk Edvty Edyns Aoy e uprawrsenie, kg propoek By Edvd
Upsywreersa do: Gnoa ! Zerwaly  Ocmom Uiraarienia da Grpal Zerady  Odvdw

Faina bortrks Al Pains kortvia A

Nodytkage

Modvibaca

Qdent | wikonywanie v Odicayt | wykormpwarm

Widwaelarse Jamanicdd foden v Vérwetisse sawatonc dckdens v

Odeayt v Odcagt v

2 v Zapis v
g proyoak Zaswanscwans aby priwsc oo specyeiych - —— - . A do aneviake

v Tawwaracwane Ry prayonk Zsamensoware. sy proagd do specqairych o
uoEnien kb ustasie/ asaanaawarych Laraateen L sl Laawanscm srech Zsmworwpwire
Lpvear

7 Utartagr) den Sokdor

e A R
e .

Pucr sateht
s
(moe
Cpwnzictn mawie atwebon | 7703
-
e L L
o S0 Weo i S
Pesn
e
Vroermerw S Dt
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1. Sprawdz i zapisz jako wycinek liste efektywnych uprawni NTFS uzytkownika klient1 i klient3 do
C:\Apps. Do jakiej grupy nalezy konto klient3, jaki uprawnienia ma ta grupa do C:\Apps.
1. Zaloguj si¢ na komputerze klienckim jako uzytkownik klient1.
2. Otworz Eksplorator plikow Przejdz do lokalizacji: \\ROL\c$
3. Sprawdz efektywne uprawnienia uzytkownika klient1:
o Kiliknij prawym przyciskiem na folder Apps
o Wybierz Wla$ciwoSci
o Przejdz do zaktadki Zabezpieczenia
o Kiliknij Zaawansowane
o Kiliknij przycisk Dostep czynny (Effective Access)
o Kliknij Wybierz uzytkownika — wpisz: klientl
o Zatwierdz i odczytaj list¢ uprawnien.
o Zapisz jako wycinek ekranu wynik efektywnych uprawnien klient1.
4. Wyloguyj si¢ i zaloguj jako uzytkownik klient3.
5. Powtérz te same czynnos$ci dla uzytkownika klient3:
o Wlasciwosci folderu Apps
o Zabezpieczenia — Zaawansowane
o Dostgp czynny
o Dodaj uzytkownika: klient3
o Odczytaj uprawnienia i zapisz wycinek ekranu.
6. Ustal, do jakiej grupy nalezy uzytkownik klient3:
o Na serwerze uruchom Active Directory Users and Computers
o Odszukaj konto klient3
o Otworz whasciwosci konta
o Przejdz do zaktadki Czlonek grup (Member Of)
o Zanotuj, do jakich grup nalezy klient3 (najwazniejsze: Grupa2).
7. Na podstawie czlonkostwa w grupie odpowiedz w zeszycie:
o Jakie uprawnienia ma grupa, do ktorej nalezy klient3, do folderu C:\Apps?
o Jakie to daje efektywne uprawnienia dla uzytkownika klient3?
Oczekiwany zapis w zeszycie ucznia
(krétka forma do przepisania — nie musisz kopiowac)
o Kklientl — cztonek Grupal, efektywne uprawnienia: Odczyt i wykonywanie
e Kklient3 — cztonek Grupa?2, efektywne uprawnienia: Tylko odczyt
o Uprawnienia wynikaja z NTFS folderu C:\Apps
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Edytuj zawansowane uprawnienia

Z ie aberpieczen dla Apps
Nuswa: C\Ap
Wisscciet Ade y S\ dministratorry) & Tmiers
Uprawnieny Udzial Inspekcja  Dostep cxyney

Aby uryskat dodetkowe informacie, kikng dwwkrotree wpis up: e Aby tmodyfikowad wem

poryce Edytuj (edh jest dostypnal.

Vipivy uprianienis

202nc3 teny wi | kbkngy

Typ Podruct Dostep Odoedoiczone po
B Zaw.. Gupal 15\GropaZ) Wytwiethinie zawertos..  Brak
M Zeow.. Grupal 15\Grupa2) Odezyt Brak
B Zaw. SYSTEM Peina kortrole [

. Administratorzy (S\ddminat., Peins kontrols (€1

Dotycry ol |

Ten fodder | pofoldery

Ten foider, podfoldery | il

Ten folder, podfoldery | phl

Ten foider, podfoldery | phbi |

. Usptkownicy (IS \Usytkownicy)  Odenyt i wybomywane Ten folder, podfcldery | phis |
micy {IBlnthkownicyl Soeciafy (4] Tenfolderipofioldery ¥
Wytacz dziedziczenie
Z bezp dla: Appy o X
Nazwa: Chapps
Vilasociet Aden y 15\ Ade y) & Zoen
Upranrierea Udzal Inspekcja  Dostyp cayony
Aby uryskac dodatic rif cje. Hikni) dwukrotnie wpes up ien. Aby zmodyfikowsd wpis uprawneen, Zaznacz ten wpis 1 idikni
pozycys Edyti (edh jest dostgpral
Wpesy uptanmiena:
~

R Zaw.. Gopal (S\Grupa?) Wyswietlanie zawartot... Brak

Typ Podmeéct Dostep Odzednczone po

Dotyczy

Ten fcider 1 podfaldery

B Zerw.. Grupal (5\Grupa2) Oderyt Brak Ten foldes, pod¥oldery i pliki
B Zexw.. SYSTEM Peina kontrola [<) Ten foldes, podfoldery i pliki
B Zerw.. Administretoery (I5\Administ...  Peina kontrols < Ten fotdes, poc¥oldery i pliki
BR Zerw.. Unthownicy 15\Uytkownicy)  Odenyt i wykonywanie G2\ Ten feider, pocfoldery | phiki
LR Zeze..  Untkownicy IS\Uavtkownicy) Specialny el Ten felder | podfolder
Tt e
[[] Zamier wizystiie wpay up e obiek podrzednych ne doednczone wiisy uprowraen 2 tego obiektu

Usun niepotrzebne wpisy

Zablokuj dziedziczenie

Co chcesz zrobi¢ z dziedziczonymi obecnie uprawnieniami?

Zamierzasz zablokowad mozliwosc driedziczenia przez ten obiekt, na skutek czego
uprawnienia odziedziczone po obiekcie nadrzednym nie beda juz stosowane do tego

obiektu.

— Konwertuj uprawnienia odziedziczone na uprawnienia jawne

do tego obiektu.

— Usun wszystkie uprawnienia odziedziczone z tego obiektu.

Strona 20 z 30

v



Efekt:

Z bezpieczen dix Apps [n] X
Nazwa Chigps
A Ak y 0S\Ad 1 © Zmieh
Ugramnienia Udss Impetcja  Dostep caynary
Advy wrynkac el e Mikny “pn up Ay 'y wPpo up L TAINacT ben wie 1 ko)
pozycje Edyny (jesh jest dostepnal
Wiivy upramnmene
e Podesct m -w"-»-*'-»” *m-~~~'-' I
| B Zerw... Grope) (SiGrapel) Ddezpt i wykonywenie  Brak Ten folder, pocfeidery 1 pik
| B8 Zeow.. Gropal (iGrupad) Wyinietlanie sywartod..  Brak Ten felder | podialdery
| BB Zerw.. Gropal (5\Gruped) Oderyt Erak Ten folder, pocfoldery i pils
] Zarmen wszysshie wossy ups ehtow pod ych na dziedncone wpkly uprawnied 2 tego cbiekty

o) (| (W
Wyswietl efektywne uprawnienia klientl
3 X i Agps
Nows. Chapgs
" 2 ay J5\A ) ' y Y
Upraertiorve Uzal mpeksie | Drees caynny
_ Wybwatl dotep coyrery
| Ocutap cxyrevy Uprenmarse Deatep ograveciony prae:
= x Febea bortinds Ugremmersa e pibbn
Tammsrzcvasne et svienia raberpiecren dls Apps -« Pes : :' peres foids /Ny e gy % st
Nazais [ o Odzept ebrytussi
o Odorpl iyt miatecoryth
Whadciciet: Addmieistratory (S\Adminntratorry) &) Tmien x Tooramic phkiu/Zaph dwyeh Uptowriris 46 plkbe
f—— - - x Tovorzenin ciderie Delaczanie darpch Uprawrimres do phisw
Unraanienia Udsat Inspeiega Dudyp capony x Zogia it Up s do pllie
Dostep crymry N [ ot coyrgch up ien dls ko ey x Lagia sy ? Sy
duerseny, o lukin aratovwad vaplyw poten jaky o doddkiaw di teks x Unswuras poslcidart | pléow Upewwvares dz phiesw
dedysarsd Qrupy, kKadda grups, w ktbre) 2ad2na grups jest eleenentam cxx x Unrwars Uprawmarea do piksw
" — o Cderyt uscmanien
Uiytkownikgrupx  lem ] RbentIffeolpl) (0 ulptiocveks » SR u o
Wyswietl efektywne uprawnienia klient3
Z de dpen
Nerwe: Chigpe
b N 39 Adw ¥ @ Zves
| Upranmrss et mogs Do comey
| Qosten comey. D=, Domtep cgarscomy pau
x Paire kortrols Utwaremris 2o phhse
5%/ v zaby n dle: Apps o« B, ik R pliw
o feide/ Odnyt danyzit
: o o Odenyt erytustew
flecivee “ o Odent srybsew vemrmmaryth
Wiasociet Admink v S\ Acmi vi & Zmier x Tucesrie phikonnsZaps danpch Upesarverie 30 phbiv
- . x Twarzerse foiderow: Drbeczame semch Uorrarera do phhoe
e Uodel =T incpebe =) Dostep oy 1] %6 Zasi syt Srnarns o phbem
i i bt - Zaps strpbubion rosstetzsnpch Usiraror do ghhte
P CIynny ur ylvsetiore caynmych up el 1
mozne takt B _' irych dw do teker zat x w.»lm.;ﬁm w""..'.“.“h
kezcs grups, w ktces] zadans qrups jest elementam cocnkovkim, mu x Usawerie Uptonrioria o phh e
e o Odesyt uprammen
Unitkownic/greps:  Wiered ikbentI®rolpl  Vyvoer unkownia * LT — Incnavmmin 4n obb i
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2. Na kliencie zalogowany do klient3 sprawdz dostep do zasobu serwera i zapisz efekt.

totalomd X l

“ ! ~<  rol00 Appss totalemd

N| Gaderaa L3 Mooy

3 TCMOXR2

Blad secowy ~
& Oneldive ’ 4
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TCshareWi
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J Dokumenty TCUNINST by yzpsbod sformacie o upreamsenisch tobacs Pomoc i obyhage technicong vwsten
TCUNZLS
PN Cbrazy b=
B TcUsbRun Zaminy
&) Muyka M oclionc 8
| TCZSTD6A L VEORIUTS VIO FOILTEIZEOIE APIR., 4 WE
| B wideo
% TOTALCMD 082025 1258 Skompilowany 5 K

TOTALCMD NG
[ B Ten komputes [ ToTaLcmpae 19.08025 12:56 Apiikacia 0376 KE

A Seed TOTALCMDSL EXE. MANIFEST

UNRARBADLL

p ROt Apps$ totalomd . \ buach 4 alisy
U PR
) Torst Commarster fefl) 11.55 - NOT REGISTERED

Hies Mat Commands Net Show  Configwation  Stan

R G o ] R " e .
KB remonz v . s “~ ¢+ 9 3D s R AN

& Onebirve =
TCESHASL DL V- ¢ Lnone_ ] 130
wa\'”
v TC srmreWin 1 Dubel it
* Name
3 Pupe B rcurance [ [Pefiogs
d T |Program Files) &
¥ Pot CLNINEL WU
Pokrane LININEA WL [Pregraen Files [Prograen Fil
- .

[Us [Usenn]

]|

Cobumenty

W [Windows]
N Obragy

J Muryka

B Wideo

TOTAL CMD INC =+
8 Ter bomputes 1 rotacnose

A Siad TOTALCMDEL EXE MANIFE
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4. Zalogowany do klientl sprawdz uprawnienia NTFS do zasobu serwera 1 zapisz jako wycinek.

ﬂ Wiasciwosci: TOTALCMDG4

s

Oadlne Foodnosé Podpisy cyfrowe
Zabezpieczenia Szczegaly Poprzednie wersje

Mazwa obiektu: “WROL\AppaSitatalemd  TOTALCMDGE4 EXE

Nazwy grup lub uzytkownikdw:

Grupal (15\Grupal)
SR Grupa? (15%Gupa2)
Aby zmienic uprawnienia, kliknij przycisk Edytuj. Edytu...
Uprawnienia dla: Grupal Zezwalg) Odmow

Pelna kontrola

Modyfikacja

Odeczyt | wykomywanie v
Odozyt

Zapis

Uprawnienia specjalne

Kliknij przycisk Zaawansowane, aby przejs¢ do specjalnych

- by Zaawansowane
uprawnien lub ustawien zaawansowanych.

5. Zalogowany do klient] sprawdz czynne uprawnienia NTFS dla uzytkownika klient1 i klient3 do
C:\Apps\totalemd 1 zapisz jako wycinek.

- Ppps x +

o ' Sie¢ ROL AppsS
Nazwr \ROLAppsSitctalomd
Wiascsomt: Admneartony (ISAdmmstnaeeny)  Dmen
Uprwmienis Udzad spehg Dosep ooy

Dostep cyny umodiwis wybwietiene aynnych |
Mol taicte cizacemel wphiw potencjelnych Sed
katde grupa w ktdee) zacdens grups et slementes

Witserz ten typ obwebtu

Ltyticonamil/ grupa z Unthowrd: Grpn Ab Whodomers ssbapmcaenss plowre Tioy cbedtom

Wibierane Uzythownic Komputer, €onto wsiug b Grope x

Detacs cobonhostmo grup | 210 \okesteacs
ral0edu gl Lebdizace

Urzeda Yovberrr urzadoene
R = W td nazwe S0esads 36 wydara DOyt 130

Dtges cxienbostnn grap rmummm Sorwedt a3z

'™

Zaswascwane ] Foky

(s ] & Anuby

Efekt dla klient1:
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Zaawansowane ustawienia zabezpieczeni dla: totalcmd O X

Mazwa: WROL\AppsSitotalomd
Whasciciel: Administratorzy (IS\Administratorzy) Zmien
Uprawnienia Udziat Inspekcja Dostep czynny

o Mie masz uprawnien, aby ocenic czynne uprawnienia dostepu do tego zasobu zdalnego. Skontaktuj sie z administratorem
serwera docelowego.

Dostep czynny umozliwia wyswietlenie czynnych uprawnien dla konta uzytkownika, grupy lub urzadzenia. Jesli konto nalezy do
domeny, moina takie oszacowad wphyw potencjalnych dodatkéw do tokenu zabezpieczen dla konta. Gdy jest occeniany wphyw
dodawania grupy, kazda grupa, w ktdrej zadana grupa jest elementem cztonkowskim, musi zostad dodana oddzielnie.

Uzytkownik/grupa:  klient1 (klient1@rol.pl)  Wybierz uzytkownika

Efekt dla klient3:

Zaawansowane ustawienia zabezpieczen dla: totalemd [m] *

Nazwa: "WROL\AppsSitotalemd

Wiasciciel: Administratorzy (IS\Administratorzy) Zmien

Uprawnienia Udziat Inspekcja Dostep czynny

Q MNie masz uprawnien, aby occenié czynne uprawnienia dostepu do tego zasobu zdalnego. Skontaktuj sie z administratorem
serwera docelowego.

Dostep czynny umozliwia wyswietlenie czynnych uprawnien dla konta uzytkownika, grupy lub urzadzenia. Jesli konto nalezy do L
domeny, moina takie oszacowad wplyw potencjalnych dodatkéw do tokenu zabezpieczen dla konta. Gdy jest oceniany wphyw
dodawania grupy, kazda grupa, w ktdrej zadana grupa jest elementemn cztonkowskim, musi zostaé dodana oddzielnie,

Uzytkownik/grupa:  klient3 (klient3@rol.pl)  Wybierz uzytkownika

Cwiczenie 4
Otwieranie folderu udostgpnionego na innym komputerze

Scenariusz

Zainstalowales$ aplikacje, w celu ograniczenia dostepu do aplikacji przypisate$ uprawnienia NTFS
wybranym grupom uzytkownikéw. Nastepnie udostepnite$ folder z aplikacjami tak, aby uzytkownicy
mogli z nich korzysta¢ poprzez sie€. Teraz chcesz si¢ upewnic, ze beda oni mogli podiaczy¢ sie¢ do
folderu z aplikacjami z r6znych komputerow, korzystajac z ré6znych metod otwierania udostepnionych

folderow.
Cel

1. W tym ¢éwiczeniu, zalogujesz si¢ jako uzytkownik, ktory posiada ograniczone uprawnienia do
utworzonych we wczesniejszych ¢wiczeniach udostepnien.
2. Chcesz sprawdzi¢, czy dostep ten jest ograniczony zgodnie z twoimi oczekiwaniami.

3. Na kliencie jeste$ zalogowany do klientl, zmapuj dysk sieciowy jako dysk Z:
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% Widok gléwny X +

N G > Widokg

/> Widok gtéwny “  Szybki dostep
9| Galeria

Pul
. “E
> @ OneDrive

* € Q, Mapowanie dysku sieciowego

Rozwin . . .
Jaki folder sieciowy chcesz zamapowac?

& Pulpit ; SR . . . . ,

Otworz na nowej karcie Okresl litere dysku dla potaczenia i folder, z ktérym chcesz sig polgczyd
& Pobrane

[4 Otwérz w nowym oknie Dysk: z v
] Dokumenty

g S . WROL\AppsSitotalemd ~

= Mapuj dysk sieciowy... Folder: | il | Przeglads
PN Obrazy Przykiad: \\serwer\udziat

~ 3 o

%\ Od}QCZ dySk SIECIGW Y B Pofacz ponownie przy logowaniu

Muzyka
o = < = [CJ Potacz przy uzyciu innych poéwiadczer
Przypnij do widoku Szybk

n Wideo Potacz z witryna sieci Web, ktéra umozliwia przechowywanie dokumentéw i obrazéw.

Przypnij do ekranu starto

Wiasciwosci

ARV Y

> [ Ten kompute

s

Pokaz wiecej opdji

> Ml Sie¢ Anulyj
4. Na kliencie jeste$ zalogowany do klientl, zmapuj dysk sieciowy jako dysk Y:

% Mapoware dysky siecowego

1aki folder sieciowy chcesz zamapowac?

Olkresl itere dyshu dla polgczenia | folder, 2 itorym cheess sie polaczyt:

Dysk: ¥

Folder | \\Rohgrupy PrasgUd-.
Przyidad \\serwer\udoal
@ Polacz ponownie przy logowaniu

[T Polacz pray uzyciw miych pedwiadczen

Podacs s witrung slecs 'Web ktors umetiivwis priechovwywares dokurmentow | ghrazon

(Zakofc: | Anuy)

5. Na kliencie jeste$ zalogowany do klientl, wyswietl lokalizacje sieciowe (zamapowane zasoby

serwera)

Strona 25z 30



@ Ten komputer * + B

& = T &} J >  Tenkomputer > Przeszukaj: Ten komputer

Mowy T Sorty ~ 8 Wydwiet! ~

% Widok gowny ~ Urzadzenia i dyski
El Galeria == Dysk lokalny (C:)

I
— 1,21 TB wolnychz 1,23 TB

. Stacja dyskdw DVD (Dz)

> @ OneDrive
~ Lokalizacje sieciowe

grupy (\\Rol) (¥:) totalemd (WROL\AppsS) (Z:)
: [ I
@ Pulpit * B oee wolnychz 0,99 TB . XTEE wolnych 20,99 TB

zgloszenie 1

6. Zaloguj si¢ do uzytkownika klient3, sprobuj zmapowac dysk sieciowy 1 zapisz efekt.

@ Mapomine dysty secawegs

1aki folder sieciowy cheesz zamapowad!
Chredl terg dyrhu dis pobpciania | folder, 2 kbérym cheens sig polpcnye

Dysic I

Eoiden [ virowogruFY |

Proybdad \\serwer\udnal
B Pl penowmie pray kQowanii
|_J Podecs pexy utyom mnych poswisdozen

Pataca oninme wes e, SURa wInsiens ST R CROATIE SeiImant i) SARaIY

| Zakgdez | A

7. Przydziel uprawnienia na serwerze i zmapuj dysk sieciowy 1 zapisz efekt.

Uprawnienia dia GRUPY x

Ogée  Lid Zab "2 Poprzednie werse D ywante |

Nazma obsektu: C:'GRUPY

Zamrpiectenia

Nazwe obwekty, CAGRUPY

oy on b bt Y | [PmrrT.

B2 SYSTEM ~ el -
B4 Grupal 15Gapal) B svsTEM

: o A » ,,;)u‘ » 88 Grupa2 (15\Gpa2)
BB § b sl srnion HCS | vl sl v 2 Adm 15\Ad

Aby Iméenid Lpammsenia, kiknd praycisk Edyiy

Uprawrsenia dla: Grupat

Decy U
MNodyfkage
Odeayt | wkorywanie Upamnsenia da: Gnpal Zeywalyy  Odmidw
Wyiwetiarne rawadoda foldery Odeof) sykonywase < 0o ~
Wyiwietisrse zawarodct foidess %) o0
o Odeat g2 DO
Ky przyoek Zsawansowane. sby preesss do speqainych =, | Loramrasnia weciale v
sprawnien ub ustawen 2aswaracwanych S ——

R

oK Ay Destitng

8. Wyloguj i zaloguj si¢ do uzytkownika klient3, sprobuj zmapowac dysk sieciowy i zapisz efekt.
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X |+ .

= Otworz
] »  Ten komputer >
= 5 Otwérz na nowej karcie
o o) 4 Otwérz w nowym oknie
52 Odtacz
v Urzadzenia i dyski 7 Przypnij do widoku Szybki dostep
== Dysk lokalny ()
r— | * Przypnij do ekranu startowego
1,21 TB wolnych z 1,23 TB
T Wihasciwosci
v Lokalizacje sieciowe ERES Sac
IGRUPY (\rol00) () f7 Pokaz wiecej opdji
hss. 0,92 TE wolnych z 0,99 TB
8] &)

Kopiuj  Zmier nazwe
& Mapowanie dysku sieciomege

laki folder sieciowy choesz zamapowad?

Okredl itere dysku cdla poteczenis | folder, 2 ktdrym cheess sie potecayc

Dyske ¥
Folder wrel\grupy Praegledy,
Prrykdadt \iserwer\udziad
B Pelac penowrve pry logewaniy
) Polycz pray uzyou innych podweadczen
'
R ]| Ay

9. W cmd wpisz polecenie net share

Poréwnaj wynik net share z widoczno$cig udzialéw w Eksploratorze plikow.
10. Na serwerze w cmd wpisz polecenie net share

Poréwnaj wynik net share z widoczno$cig udzialéw w Eksploratorze plikow.

11. Poréwnaj wynik net share z komputera klienckiego 1 serwera. Wyjasnij roznice.

zgloszenie 2
Cwiczenie 5

Usuwanie udostepnionego folderu

Scenariusz
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Musisz dokona¢ wielu istotnych zmian w folderze z aplikacjami i chcesz uniemozliwi¢ uzytkownikom

dostep do plikoéw w podczas tych czynno$ci. Dlatego, zatrzymasz udostgpnianie folderu, aby

uniemozliwi¢ uzytkownikom podtaczanie si¢ do niego.

Cel

1. W tym ¢wiczeniu zatrzymaj udostepnianie folderu Apps na swoim serwerze i zapisz.

4 & » Tenkomputer > MNowy (C:) v & Przes
MNazwa Data modyfikaci Typ Rozmiar
dostep
: Apps 29.12.2025 14:13 Folder plikdw
ane GRUPY Wiasciwosci: Apps
PerfLogs
menty Program F Ogdine Udostepnianie ~ Zabezpieczenia Poprzednie wersie  Dostosowywanie
zy Program k Udostepnianie plikow i foldendw sieciowych gpnianie zaawa ane
3 dyskdw I Uzytkowni Aops
Windows Udostepniany [CJudostepnij ten folder
mputer o
Scietka sieciowa: Ustawienia
WROLWAppsS
Udostepnij...
Diodaj Usury
Udostepnianie zaawansowane
Ustaw uprawnienia niestandardowe, utworz wiele udzialdw i -
ustaw inne zaawansowane opcje udostepniania.
|E;’ Udostepnianie zaawansowane...
Udostepnianie
Uprawnienia Buforowanie
Liczba uzytkownikéw podiaczonych do AppsS wynesi 1. Jesli zatrzymasz udostepnianie
Appss, uzytkownicy i zostang odigczeni. Czy cheesz kontynuowac?
0K Anuluj Zastosuj
Tak Nie

2. Zweryfikuj wykonane zadania poprzez GUI i zapisz efekt. C:\Apps PPM > Wlasciwosci >
Udostepnianie

Ogine Woadipnane  Zgcamecoenia  Pogrredrie werme  Domosowywarse
Lideat qormarse plh dw | lokdentm secowych
opm
Neusosteonony

P €
SCeiha selwa

Neudomepriany

Sdoreory

Udcatgorane thawanscnane

Uitaw Loraarseraa seestandasdome. Ui mdle udaliw |
wstaw Ire Laananscwane 0pce LAsSIeonana

¥ Usomapnianie aamansovare |
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3. Zweryfikuj wykonane zadania poprzez GUI i zapisz efekt. C:\ > PPM > Wlasciwosci >

Udostepnianie
4. Wisdciwede: Newy (C:)
Taserpacinrea Kegee w ta Prgrimirse werne Proydnat
Ogtidne Narrgclim Seragt Irbstgprare

Udoatérrane Dikdwm | lokderim setiowych

- Heudodgrery

Sceda secven
Peeudcatepriony

| Momteprvarse saonarmowers

JRAW LEVEWOAE TVESENGTIOWE . (EMONT wisle LITOAOW |
Utlde NN TN GO ENE COQE LIRGINANE

F Uscamsnane ansnsonane

oK Ay

4. Na serwerze wyswietli liste wszystkich udziatow serwera, w tym Apps$, GRUPY, NETLOGON i

SYSVOL w ecmd

Z:\UsershAdministrator»net share

Jdzial Zasob Uwaga
\pps$ C:\Apps
3 C: Domy$lny udzial
[PC$ Zdalne wywolanie IPC
ADMING C:\Windows Administracja zdalna
SRUPY C:\GRUPY
JETLOGON C:\Windows\SYSVOL\sysvol\rol@d.edu.pl\SCRIPTS

Udziat serwera logowania
SYSVOL C:\Windows\SYSVOL\sysvol Udziat serwera logowania

plecenie zostalo wvkonane pomyslnie.

5. Na serwerze wyswietli list¢ wszystkich udziatow serwera, w tym Apps$, GRUPY, NETLOGON i

SYSVOL w zarzadzaniu komputerem

- %azqdzanie kemputerem (lokal | Mazwa I.szia{u
v ([} Marzedzia systemowe 55| ADMINS
@ Harmonogram zadan s
@ Podglad zdarzen E';'?JGRUP'T'
v @ Foldery udostepnicne 'B‘ IPCS
- Udziaky =
&) Sesie 2| NETLOGON
] Otwarte pliki @l SYsvoL

Sciezka folderu

CAWindows
LY
CAGRUPY

ChAWindows\SYSY...
CAWiIndows\5YSV...

Typ

Windows
Windows
Windows
Windows
Windows
Windows

Liczha potaczen klientow

20 = A Q

Opis
Administracja zdalna

Domyslny udziat

Zdalne wywotanie IPC
Udziat serwera logowar

Udziat serwera logowar

6. Na serwerze wyswietli liste wszystkich udziatlow serwera, w tym Apps$, GRUPY, NETLOGON i

SYSVOL w menedzerze serwera
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= Udzialy 3
H Serwery J Wszystkie udzialy | Razem: 3 | ZADANIA v |

n Wolumin >
- mny Filtr jeo, @B w @A) v
[ B Dyski
(4] &
(== Pule magazynu Udziat Sciezka lokalna Protokdt Typ dostepnosci
@
B Udziaty 4 rol (3)
m iSCsl \ GRUPY CAGRUPY SMB Nieklastrowany
Foldery robocze NETLOGON C:A\Windows\SYSVOL\sysvol\rol00.... SMB Nieklastrowany
SYSVOL C:AWindows\SYSVOL\sysvol SMB Nieklastrowany

7. W zeszycie opisz procedury konfiguracji udost¢pniania folderu.
zgloszenie 3

Przywrd¢ pierwszy punkt kontrolny

Podsumowanie:

Po wykonaniu wszystkich czynnosci z powyzszej instrukcji przeczytaj ponownie z zrozumieniem cel
ogo6lny i cele szczegdtowe, ktore znajduja si¢ na pierwszej stronie instrukcji. Jezeli one zostaly
niezrealizowane to powtarzaj wykonie tej instrukcji w szkole lub/i w domu do momentu

zrealizowania.
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